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OHIO STATE LAW JOURNAL
Volume 57, Number 3, 1996

Privacy Rights, Public Policy,
and the Employment Relationship

PAULINE T. KiM*

Two well-established common law doctrines increasingly are coming into
conflict. The first protects individuals from unreasonable intrusions on their
privacy. The second authorizes an employer to fire its employees at will, unless
a clear agreement exists to the contrary. As employees have begun to assert
their common law right of privacy! in the workplace, their claims have collided
headlong with the doctrine of employment at will.

The conflict became apparent during the legal struggles over the
permissibility of drug testing in the workplace. In a typical case, Richard
Johnson, a twenty-three year employee of Carpenter Technology Corporation,
was fired after he refused to submit to a suspicionless drug and alcohol
urinalysis screen.? Because he was employed by a private firm, federal
constitutional privacy protections did not apply.> And because he had been

* Associate Professor of Law, Washington University School of Law, St. Louis; A.B.
1984, Harvard University; J.D. 1988, Harvard Law School. My thanks to Stuart Banner,
Marion Crain, Barbara Flagg, Joseph Grodin, Camille Hebért, Jerry Kang, Daniel Keating,
Ronald Levin, Ronald Mann, Robert Post, Stewart Schwab, Michae] Selmi, Elaine Shoben,
Karen Tokarz, and Peter Wiedenbeck for their helpful comments on earlier drafts of this
Article, and to Eric Andrews, James Paul, and Jenifer Stephens for their able research
assistance. An earlier version of this paper was presented at the Second Annual Conference
of Asian Pacific American Law Professors in September 1995.

1 Tn contemporary parlance, “rights” are often understood to protect the individual
against the actions of the state. The tort of invasion of privacy is unusual among modern
torts in referring to the interest it protects as a “right” which may be invoked against other
private individuals. David Leebron has explored the intellectual roots of the privacy tort and
how the rights-based conception of the common law it suggests is at odds with the fault-
based conception of tort liability which emerged at the end of the nineteenth century and
now predominates. See David W. Leebron, The Right to Privacy’s Place in the Intellectual
History of Tort Law, 41 CASE W. Res. L. Rev. 769 (1991). Whatever iis conceptual
origins, the privacy tort is still discussed in terms of a “right,” and I follow conventional
terminology in this Article by referring to a common law “right of privacy.”

2 See Johnson v. Carpenter Tech. Corp., 723 F. Supp. 180, 181-82 (D. Conn. 1989).

3 See id. at 185.



672 OHIO STATE LAW JOURNAL [Vol. 57:671

promoted to a supervisory position eighteen years earlier, Johnson could no
longer rely on the just-cause provisions of the collective bargaining agreement.*
Instead, Johnson alleged that his dismissal was wrongful because it violated a
public policy protecting employee privacy rights.> Although acknowledging the
existence of a common law right of privacy, the court found it insufficient to
overcome the at-will doctrine and rejected Johnson’s wrongful discharge
claim.5

Sarah Borse, like Richard Johnson, was fired after many years of service
when she refused to consent to suspicionless urinalysis drug testing and
personal property searches by her employer.” She, too, claimed that her
dismissal was wrongful, and the Third Circuit, applying Pennsylvania law,
reached the opposite conclusion from the Johnson court.? Finding the common
law tort of invasion of privacy to be evidence of a public policy protecting
employee privacy, the court held that a discharge is wrongful despite the
employee’s at-will status where it is “related to a substantial and highly
offensive invasion of the employee’s privacy.”® Other courts which have
considered whether the common law right of privacy limits an employer’s
authority to fire an at-will employee for refusing to submit to drug testing are
similarly divided.10

4 Seeid. at 181.

5 Seeid. at 185.

6 See id. at 186. Johnson also raised breach of contract claims in challenging his
termination. See id. at 182. He alleged that the employer was bound by oral promises of job
security made to induce him to accept a promotion and by the procedures set forth in its
drug and alcohol policy manual. See id. at 182-83. Based on these allegations, the court
denied summary judgment and permitted Johnson to proceed on his contract claims. See id.
Nevertheless, its holding for the at-will employee, who cannot rely on any explicit
agreement, is clear: common law privacy rights offer no protection against discharge for
asserting those rights, See id. at 186.

7 See Borse v. Piece Goods Shop, Inc., 963 F.2d 611, 613 (3d Cir. 1992).

8 See id. at 626.

7 Hd. at 622.

10 Compare Tennings v. Minco Tech. Labs, Inc., 765 S.W.2d 497, 499-502 (Tex. Ct.
App. 1989) (rejecting plaintiff’s claim of wrongful discharge based on invasion of common
law right of privacy) with Twigg v. Hercules Corp., 406 S.E.2d 52, 55 (W. Va. 1991)
(recognizing right of privacy as public-policy limitation on at-will rule) and Luedtke v.
Nabors Ala. Drilling, Inc., 768 P.2d 1123, 1130 (Alaska 1989) (concluding that violation of
public policy protecting employee privacy may breach covenant of good faith and fair
dealing implied in at-will employment contract).Cf. Luck v. Southern Pac. Transp. Co.,
267 Cal. Rptr. 618, 634-35 (Cal. Ct. App. 1990) (California constitutional right to privacy
is not public-policy exception to at-will rule); Semore v. Pool, 266 Cal. Rptr. 280 (Cal. Ct.
App. 1990) (California constitutional right of privacy is fundamental principle of public
policy sufficient to state cause of action for wrongful termination).
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The conflict between employee privacy rights and employer prerogative
extends far beyond the issue of drug testing. Employers and employees have
long struggled over the degree of privacy employees should be afforded while
at work, and the legitimate scope of employer inquiries into their behavior off
the job. Personal property searches, intrusive questionnaires, mandatory
polygraph testing and pre-employment psychological screening all have faced
legal challenges.!! The recent introduction of new technologies into the
workplace raises still more privacy issues. Employers now have an
unprecedented ability to monitor virtually every aspect of an employee’s
activities throughout the day using video surveillance, electronic
eavesdropping, and computer monitoring techniques.!2 In addition, computers
make possible the compilation of vast amounts of information about the
employee’s financial status, buying habits and lifestyle off duty.l®* While
employees complain that intrusive employer practices cause unnecessary stress
and unfairly invade their privacy, employers argue that their increased ability to
monitor employee behavior both on and off the job will improve productivity,
lower health care costs, and reduce losses from theft and other employee
misconduct.14

11 See, e.g., Borse, 963 F.2d 611 (drug testing and personal property search);
Gretencord v. Ford Motor Co., 538 F. Supp. 331 (D. Kan. 1982) (vehicle search); Soroka
v. Dayton Hudson Corp., 1 Cal. Rptr. 2d 77 (Cal. Ct. App. 1991) (psychological screen);
Cort v. Bristol-Myers Co., 431 N.E.2d 908 (Mass. 1982) (questionnaire); K-Mart Corp. v.
Trotti, 677 S.W.2d 632 (Tex. Ct. App. 1984) (search of employee locker and purse);
Cordle v. General Hugh Mercer Corp., 325 S.E.2d 111 (W. Va. 1984) (polygraph testing).

12 See U.S. CONGRESS, OFFICE OF TECHNOLOGY ASSESSMENT, THE ELECTRONIC
SUPERVISOR: NEW TECHNOLOGY, NEW TENSIONS (1987); L. CAMILLE HEBERT, EMPLOYEE
PrIvACY LAaw § 8A.01 (1996). A recent survey of business executives found that 22% of
respondents had engaged in searches of employee computer files, voice mail, and e-mail.
Based on those results, it was estimated that some twenty million Americans may be subject
to some kind of electronic monitoring or surveillance on the job. See id. (citing Charles
Piller, Bosses with X-Ray Eyes: Your Employer May Be Using Computers to Keep Tabs on
You, MACWORLD, July 1993, at 118, 120, 123).

13 See Richard Lacayo, Nowhere to Hide: Using Computers, High-Tech Gadgets and
Mountains of Data, an Army of Snoops Is Assaulting Our Privacy, TME, Nov. 11, 1991, at
34; Jeffrey Rothfeder et al., Is Nothing Private? Computers Know a Lot About You—And
They re Quite Willing to Tell, BUs. WK., Sept. 4, 1989, at 74; Jim Schachter, U.S. Industry
Does a Poor Job of Protecting Privacy, Study Says, L.A. TIMES, Apr. 19, 1989, § 4 at 1.

14 5e¢ 9 TO 5, WORKING WOMEN EDUCATION FUND, STORIES OF MISTRUST AND
MANIPULATION: THE ELECTRONIC MONITORING OF THE AMERICAN WORKFORCE (1990);
Pamela Burdman, Employee Privacy in Peril in the High-Tech ‘90s, S.F. CHRON., Aug. 11,
1992, at B1; Laurie Flynn, Big Brother Is Watching You Work/Programs Monitor Use of
Computers, HOUSTON CHRON., June 20, 1993, at 4; Veronica Fowler, Is the Boss Watching
You While You Work?, GANNETT NEWS SERV., Nov. 12, 1992; Carol Kleiman, Delving into
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Although conflicts over workplace privacy are increasing, legal analysis of
the issue remains fragmented. Typically, concerns about potentially invasive
employer practices are discussed seriatim—Is polygraph testing unduly
invasive? Does drug testing unfairly infringe on employee privacy? Should
electronic monitoring be prohibited?—with each debate having little reference
to the others. This fragmented way of thinking about workplace privacy is
reflected in the structure of the law. A number of federal and state statutes
regulate aspects of employee privacy, but each addresses only a particular,
narrowly defined invasion. For example, separate federal statutes regulate the
use of polygraph testing, credit reports, and medical examinations by
employers.15 Similarly, over half the states have statutes regulating the use of
polygraphs in employment; at least fourteen limit employer drug testing plans;
and nearly two dozen forbid adverse employment actions based on off-duty
tobacco use.16 No statute, however, deals with the issue of employee privacy in
any comprehensive way.

My primary concern in this Article is with the privacy rights of
unorganized, private-sector employees. Unlike public employees, they cannot
turn to the Constitution for protection of their personal privacy,!? nor can they

Private Lives a Sticky Issue in Interviews, CHI. TRB., Aug. 2, 1992, Jobs section at 1; Carol
Kleiman, Worker Privacy Right Puts Businesses to Test, CHI. TRiB., July 23, 1989, Jobs
section at 1; Lacayo, supra note 13, at 34; Ronald Rosenberg, Most Workers in Survey
Think Employers Use Electronic Means to Spy on Them, BOSTON GLOBE, Mar. 9, 1989, at
10; Jeffrey Rothfelder et al., Is Your Boss Spying on You? High-Tech Snooping in ‘the
Electronic Sweatshop,’ BUS. WK., Jan. 15, 1990, at 74.

15 The Employee Polygraph Protection Act of 1988, 29 U.S.C. §§ 2001-2009 (1994),
prohibits polygraph testing by private employers except in certain statutorily defined
circumstances. The Fair Credit Reporting Act, 15 U.S.C. §§ 1681-1681t (1994), permits
the use of consumer credit reports in making employment decisions, but imposes certain
requirements relating to the disclosure and accuracy of the information. The Americans
with Disabilities Act, 42 U.S.C. §§ 12101-12213 (1994), regulates employer-mandated
medical inquiries and examinations. See 42 U.S.C. § 12112(d).

16 See MATTHEW W. FINKIN, PRIVACY IN EMPLOYMENT LAW 220-365 (1995); see also
IRA MICHAEL SHEPARD ET AL., WORKPLACE PRIVACY, app. A (2d ed. 1989) (containing
state-by-state listing of laws regulating specific aspects of employee privacy such as drug
testing, polygraph testing, AIDS testing, medical screening, and prior criminal records).

17 Tn rare cases, where a private employer is acting as an instrument or agent of the
government, constitutional privacy protections may extend to workers in the private sector.
See Skinner v. Railway Labor Executives’ Ass’n, 489 U.S. 602, 614 (1989); ¢f. Foster v.
Ripley, 645 F.2d 1142, 1146-47 (D.C. Cir. 1981) (holding that First Amendment applies to
private employment given extensive government involvement with employer); Holodnak v.
Arco Corp., 514 F.2d 285, 289-90 (2d Cir. 1975) (same). In addition, a very few
jurisdictions have held that the state constitutional right of privacy applies directly to private
actors. See, e.g., Hill v. NCAA, 865 P.2d 633, 648 (Cal. 1994); Nakano v. Matayoshi, 706
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rely on any requirement of due process to check arbitrary employer actions.
And with union membership rates among private sector employees barely
above ten percent,!® the vast majority have no collectively bargained agreement
to limit the employer’s prerogative to determine the terms and conditions of
employment. For the typical private sector employee, the only general source
of legal protection from unjustified employer intrusions is the common law.
Although the common law tort of invasion of privacy does offer protection
against all manner of unreasonable intrusions on employee privacy, its
application in the workplace is complicated by the conflicting right of the
employer to terminate the relationship at will. Most courts that have considered
the issue agree that an employer may be liable in tort for unreasonable
intrusions on employee privacy after the fact. Thus, for example, liability for
invasion of privacy may arise when an employer enters an employee’s home
without permission,!® searches an employee’s locker and purse,20 or inquires
into an employee’s sexual relationship with her husband.2! However, when the
employer gives notice in advance that it intends to engage in the same intrusive
practices, the protection offered by the common law tort is problematic. If the
employee accedes to the employer’s intrusive practices (or merely continues to
work after receiving notice), her employer will likely assert that she consented
to the intrusion as a defense to her claim that her privacy was wrongfully
invaded.?2 If, on the other hand, she objects to the intrusion and is fired as a

P.2d 814, 818 (Haw. 1985). The exceptions are extremely limited; generally, private
employees receive little protection from either state or federal constitutions.

18 See UNITED STATES BUREAU OF THE CENSUS, STATISTICAL ABSTRACT OF THE
UNITED STATES 443 (1995).

19 See Love v. Southern Bell Tel. & Tel. Co., 263 So. 2d 460 (La. Ct. App. 1972)
(finding employer liable for invasion of privacy where supervisors entered employee’s
locked home after employee failed to appear for work).

20 See K-Mart v. Trotti, 677 S.W.2d 632 (Tex. Ct. App. 1984) (stating that an
employer search of employee locker and purse may give rise to liability for invasion of
privacy).

21 See Phillips v. Smalley Maintenance Servs., 435 So. 2d 705 (Ala. 1983) (finding
that an employer may be liable for invasion of privacy for supervisor’s inquiries into
plaintiff’s sexual relationship with her husband).

22 The extent to which a defense of consent will be successful is unclear. As on so
many issues relating to employee privacy, the courts appear to be divided. Compare
Jennings v. Minco Tech. Labs, Inc., 765 S.W.2d 497, 500-02 (Tex. Ct. App. 1989)
(noting that consent amounts to absolute defense in any tort action based upon invasion of
privacy—plaintiff’s economic circumstances are irrelevant) with Polsky v. Radio Shack, 666
F.2d 824, 829 (3d Cir. 1981) (holding that consent not valid if required as a condition of
employment or continued employment) and Leibowitz v. H.A. Winston Co., 493 A.2d 111,
115 (Pa. Super. Ct. 1985) (finding consent not valid if given under compulsion). In Part V
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result, the common law privacy tort provides no relief, because no invasion of
her privacy has occurred. She has suffered the loss of her job, but no loss of
privacy. It is at this point that the interpretation of the at-will doctrine becomes
crucially important. If applied strictly, the employee cannot recover for the loss
of her job either, and will be left without recourse, regardless how invasive the
employer’s threatened actions were, or how justified her refusal to comply with
her employer’s demands.

My central argument here is that any meaningful protection of employee
privacy requires limitation of an employer’s power to fire at will. I begin by
exploring the current status of the employment at will doctrine in Part I
Although the employer’s power to terminate is now limited in several
significant respects, the vast majority of nonunionized private-sector employees
still have little legal basis for challenging arbitrary dismissals. In Part II, I
consider the wide variety of contexts in which a legal right of “privacy” has
been invoked, and the resulting difficulty in precisely defining the contents of a
general right of privacy. Rather than searching for a unitary definition which
can explain every legal claim to privacy, I turn instead to the specific legal
doctrine most relevant in the context of private employment: the common law
tort of invasion of privacy. In Part III, I explore the structure of the common
law tort of invasion of privacy and the role it plays in enforcing societal norms
regarding personal privacy. Drawing on sociological literature describing
patterns of human interaction, I argue that observation of those norms by others
is critical to the individual’s sense of self. Although the precise areas or aspects
of life designated as private will vary depending upon the cultural context and
the relationship between the parties, their significance lies in the entitlement
they grant to the individual to determine whether and when to permit another
access.

I next consider in Part IV how an individual’s ordinary expectations of
privacy might be affected by the existence of the employment relationship.
Although privacy interests are inevitably compromised in the course of
employment, I argue that the employer has legitimate access to those areas
socially designated as highly private—what 1 call “core” privacy interests—
only to the extent necessary to achieve the purposes of the employment.
Further intrusions threaten the very interests the common law tort of invasion
of privacy purports to protect. Part V addresses the arguments traditionally
made in favor of a “free” market approach to employment contracts and their
inadequacy in addressing concerns of employee privacy. Finally, in Part VI, I
consider what an accommodation of employee privacy rights in an at-will

below, I argue against a formalistic application of the doctrine of consent which fails to take
account of the concrete circumstances under which employee acquiescence to intrusive
employer practices is obtained.
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regime might look like and conclude that the common law right of privacy
should be recognized as a public-policy exception to the at-will doctrine.

1. THE EMPLOYMENT CONTEXT

The basic common law rule governing the employment relationship is
easily stated: in the absence of an agreement to the contrary, the employment
relationship is presumed to be at will, and either party may terminate it at any
time. Just as the employee is free to quit her job for any reason at all, the
employer may discharge an employee “for good cause, for no cause, or even
for cause morally wrong, without being thereby guilty of legal wrong.”23

On its face, the at-will rule is nothing more than a presumption. If the
parties were silent as to the duration of employment at the time the relationship
was entered into, the employment is presumed to be at will. The parties are
always free to agree otherwise, by expressly contracting that the employment
will last for a specified period of time. Although phrased in terms of a
presumption, the at-will rule at times more nearly operated as a substantive rule
establishing the terms of the employment relationship. Earlier this century, the
presumption of at-will employment was applied with such vigor that it was
virtually impossible to overcome.24 Courts refused to enforce even explicit
agreements of job security based on technical contract doctrines,® and the
United States Supreme Court blocked legislative attempts to limit an
employer’s power to fire at will as unconstitutional interferences with freedom
of contract.26

Eventually the Supreme Court reversed its position?’ and a number of
statutes now include provisions forbidding the discharge of employees for
certain enumerated reasons.2® Although the statutory restrictions on an

z Payne v. Western & Atl. R.R., 81 Tenn. 507, 519-20 (1884), overruled on other
grounds, Hutton v. Watters, 179 S.W. 134, 138 (Tenn. 1915).

24 See Clyde W. Summers, The Contract of Employment and the Rights of Individual
Employees: Fair Representation and Employment at Will, 52 ForbHAM L. Rev. 1082,
109799 (1984).

25 See, e.g., Skagerberg v. Blandin Paper Co., 266 N.W. 872 Minn. 1936).

26 See Adair v. United States, 208 U.S. 161, 174-75 (1908).

27 See NLRB v. Jones & Laughlin Steel Corp., 301 U.S. 1, 33-34 (1937).

28 For example, Title VII of the Civil Rights Act of 1964, 42 U.S.C. §§ 2000e to
2000e-17 (1994), forbids discharge because of an employee’s race, color, religion, sex, or
national origin, and the Age Discrimination in Employment Act, 29 U.S.C. §§ 621-634
(1994), and the Americans with Disabilities Act, 42 U.S.C. §§ 12101-12213 (1994),
similarly limit discriminatory discharges based on age or disability. Other federal laws
prohibit employers from dismissing employees for asserting certain statutory rights. See,
e.g., National Labor Relations Act, 29 U.S.C. § 158 (1994) (stating that discrimination
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employer’s right to fire might appear numerous, they are generally narrow in
scope and quite specifically defined. Rather than altering in any way the basic
presumption, these restrictions on the employer’s acknowledged prerogative to
fire at will are understood as limited incursions necessary to advance other
legislative purposes, such as assuring safe and healthful working conditions for
workers.??

The strength of the at-will presumption has been more significantly eroded
by common law developments. The once nearly irrebuttable presumption may
now be overcome in a number of ways. The existence of an agreement
permitting termination only “for cause” may be established not only by a
written contract specifying a fixed term of employment, but by oral assurances
of job security as well.30 Personnel manuals specifying grounds and procedures
for termination have been held to create enforceable obligations on the part of
the employer, limiting its authority to terminate an employee at will.3! At least
one court has found that an employee’s longevity of service, together with the
employer’s personnel practices and assurances of continued employment, create
an implied contract not to terminate without cause.32 Some courts have even
been willing to enforce an “implied covenant of good faith and fair dealing”
implicit in every employment contract.33

against or discharge of employee for exercising rights under the NLRA is an “unfair labor
practice”); Fair Labor Standards Act, 29 U.S.C. §215@)(3) (1994) (stating that it is
unlawful to discharge an employee for filing a complaint under the FLSA); Occupational
Safety and Health Act, 29 U.S.C. § 660(c) (1994) (forbidding the discharge of employee for
filing complaint pursnant to OSHA); Employee Retirement Income Security Act, 29 U.S.C.
§ 1140 (1994) (forbidding the discharge of an employee for exercising ERISA rights); and
Family and Medical Leave Act, 29 U.S.C. § 2615(a) (1994) (prohibiting discharge of any
individual for opposing any practice made unlawful by FMLA).

29 See, e.g., Marshall v. Intermountain Elec. Co., 614 F.2d 260, 262 (10th Cir.
1980).

30 Although a guarantee of job security may be based on an oral statement, courts have
generally looked to surrounding circumstances for evidence that the employer intended to
make a binding promise before holding that an enforceable contract exists. Thus, assurances
of job security made to encourage an employee to decline another offer of employment and
stay on the job have been held to create a binding contract, see Shebar v. Sanyo Bus. Sys.
Corp., 544 A.2d 377, 383 (N.J. 1988), while casnal words of encouragement made outside
the context of specific job negotiations generally are not sufficient. See Rowe v.
Montgomery Ward & Co., 473 N.W.2d 268, 274-75 (Mich. 1991).

31 See, e.g., Duldulao v. Saint Mary of Nazareth Hosp. Ctr., 505 N.E.2d 314 (1l
1987); Toussaint v. Blue Cross & Blue Shield of Mich., 292 N.W.2d 880 (Mich. 1980);
Woolley v. Hoffmann-LaRoche, Inc., 491 A.2d 1257 (N.1.), modified, 499 A.2d 515 (N.J.
1985).

32 See Pugh v. See’s Candies, Inc., 171 Cal. Rptr. 917 (Cal. Ct. App. 1981).

33 See, e.g., Mitford v. de Sala, 666 P.2d 1000 (Alaska 1983); Merrill v. Crothall-
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In addition to contract theories, aggrieved employees have alleged various
torts in challenging their terminations.34 The most significant of these is
wrongful discharge in violation of public policy. The public-policy exception to
the at-will rule rests, not on the express or implied intent of the parties, but on
external constraints imposed by the interests of the general community. In the
classic fact pattern, an employer who fires an employee for refusing to commit
a crime is liable for wrongful discharge. Despite an employee’s at-will status,
courts are willing to impose limits on an employer’s power of dismissal when
that power is wielded in a manner harmful to community interests.3

Numerous commentators, observing this weakening of the at-will
presumption, have called for its complete abandonment.36 Most critics of the

American, Inc., 606 A.2d 96 (Del. 1992); Fortune v. National Cash Register Co., 364
N.E.2d 1251 (Mass. 1977); Monge v. Beebe Rubber Co., 316 A.2d 549 (N.H. 1974).
Recognition of an implied covenant of good faith and fair dealing in employment contracts
does not eliminate the at-will presumption, but merely carves out a limited exception when
the employer is deemed to have acted in bad faith.

34 In a few jurisdictions, breach of the implied covenant of good faith and fair dealing
sounds in tort, see, e.g., K-Mart Corp. v. Ponsock, 732 P.2d 1364, 1368-73 (Nev. 1987),
although the trend is to limit good faith claims to contract damages. See ARCO Alaska, Inc.
v. Akers, 753 P.2d 1150, 1153-54 (Alaska 1988); Foley v. Interactive Data Corp., 765
P.2d 373, 389-401 (Cal. 1988); Metcalf v. Intermountain Gas Co., 778 P.2d 744, 748
(Idaho 1989). Discharged employees have asserted other tort causes of action, such as
intentional infliction or emotional distress and defamation, against their former employers,
but these claims are usually directed at the manner or circumstances of the discharge rather
than the reasons for the discharge itself. See, e.g., Wilson v. Monarch Paper Co., 939 F.2d
1138 (5th Cir. 1991); Agis v. Howard Johnson Co., 355 N.E.2d 315 (Mass. 1976).

35 See, e.g., Petermann v. International Bhd. of Teamsters, 344 P.2d 25 (Cal. Dist.
Ct. App. 1959) and cases cited injfra notes 202-12.

36 See, e.g., Janice R. Bellace, 4 Right of Fair Dismissal: Enforcing a Statutory
Guarantee, 16 U. MicH. J.L.. REFORM 207 (1983) (proposing that states adopt statutory
guarantees of protection for unjust discharge); William B. Gould IV, The Idea of the Job as
Property in Contemporary America: The Legal and Collective Bargaining Framework, 1986
BYU L. Rev. 885 (1986) (arguing for state legislation establishing a just cause standard for
employment termination); Joseph Grodin, Toward a Wrongful Termination Statute for
California, 42 HASTINGS L.J. 135 (1990) (arguing for just cause legislation); Arthur S.
Leonard, A New Common Law of Employment Termination, 66 N.C. L. Rev. 631 (1988)
(arguing for judicial abandonment of the at-will presumption); Cornelius J. Peck, Unjust
Discharges from Employment: A Necessary Change in the Law, 40 OHIO ST. L.J. 1 (1979)
(arguing for judicial adoption of a just cause standard); Theodore J. St. -Antoine, A Seed
Germinates: Unjust Discharge Reform Heads Toward Full Flower, 67 NEB. L. REV. 56
(1988) (arguing for just cause statute); Jack Stieber & Michael Murray, Protection Against
Unjust Discharge: The Need for a Federal Statute, 16 U. MicH. J.L. ReForM 319 (1983)
(arguing for a federal statute protecting employees against unjust discharge); Clyde W.
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rule have focused on its unfairness and the harsh effects it works on the
individual employee, although a few writers have argued for doing away with
the rule on grounds of economic efficiency.?” Reformers have called for
legislation establishing a “just cause” standard for dismissals, or judicial
reformulation of the common law rule, replacing the at-will presumption with a
“for cause” presumption.

Despite the many calls for reform, the at-will rule has retained its vitality
and, if anything, has been regaining strength in recent years. Courts are once
again raising the barriers to overcoming the at-will presumption. Contract
theories, which once promised discharged employees a likely avenue of relief,
are now easily defeated by simple modifications in employer practices. For
example, the inclusion of a disclaimer in a personnel manual negates any claim
that its provisions constitute an enforceable promise by the employer.38
Similarly, courts have backed away from the implications of recognizing and
enforcing an implied covenant of good faith and fair dealing in employment
contracts. Thus, the practical reality for the vast majority of employees today is
employment at will.3® These employees have little recourse against arbitrary
employer action unless the circumstances of their dismissal happen to fall into
one of the narrowly defined exceptions to the rule.®

The at-will rule is not without its defenders, of course. The most
prominent among them is Richard Epstein who argues in favor of the contract

Summers, Individual Protection Against Unjust Dismissal: Time for a Statute, 62 VA. L.
Rev. 481 (1976) (arguing for a just cause statute).

37 See, e.g., Note, Protecting At-Will Employees Against Wrongfid Discharge: The
Duty to Terminate Only in Good Faith, 93 HARV. L. REv. 1816 (1980) (arguing that the at-
will rule is inefficient because it fails to account for transaction costs and information
barriers on contract bargaining); ¢ff Leonard, supra note 36, at 676-78 (arguing that
economic considerations do not necessarily support retaining the at-will rule).

38 See, e.g., Robinson v. Christopher Greater Area Rural Health Planning Corp., 566
N.E.2d 768, 772 ({ll. App. Ct. 1991); Federal Express Corp. v. Dutschmann, 846 S.W.2d
282, 283 (Tex. 1993).

39 Currently, less than 11% of private sector employees are union members, see
UNITED STATES BUREAU OF THE CENSUS, STATISTICAL ABSTRACT OF THE UNITED STATES
443 (1995), and individual employment contracts providing for job security are extremely
rare.
40 In the early 1980s, Stieber and Murray estimated that some 140,000 nonunionized
workers with more than six months service were discharged each year who would have
been entitled to reinstatement under a just cause standard. See Stieber & Murray, supra note
36, at 322-24. Stieber and Murray’s calculations were based on the assumption that 22% of
nonagricultural workers are represented by labor organizations. See id. at 322. Since that
time, union membership rates among private sector employees have declined further. See
supra note 39.
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at will on grounds of both fairness and utility.4! His fairness argument is a
familiar one—“[f]reedom of contract is an aspect of individual liberty” and
ought not be restricted absent some principled justification.#? Given its
prevalence in the business world, he argues, those who would abolish the
contract at will bear a heavy burden of justifying the infringement on the liberty
of both employers and employees who prefer such arrangements.** Epstein
further contends that the at-will contract in fact benefits both employers and
employees by providing a low-cost mechanism for insuring against abuses on
both sides.%* Just as the threat of firing maintains employee discipline, the
employee’s power to quit is an effective means of limiting employer abuses,
according to Epstein.45 Moreover, this arrangement has the virtue of being
informal and self-enforcing; either party cam exercise its ultimate power to
terminate a relationship which is no longer beneficial without having to resort
to expensive litigation.46

The conflict between the employee’s privacy rights and the employer’s
power to discharge at will could be viewed as an aspect of the debate over the
wisdom of the at-will rule itself. Unjustified intrusions on employee privacy
represent one form of abusive exercise of employer power under an at-will
regime. Conversely, the adoption of a universal “just cause” standard would
provide greater protection for employee privacy because refusal to submit to an
unjustified invasion of privacy would be unlikely to constitute adequate cause
for dismissal.#’” However, wholesale abandonment of the at-will rule seems

41 See Richard A. Epstein, In Defense of the Contract at Will, 51 U. CHI. L. REv. 947
(1984).

42 1. at 953-54.

43 See id,

44 See id. at 963-65.

45 See id, at 966.

46 See id. at 970.

47 The decisions of arbitrators interpreting job security provisions of collective
bargaining agreements show how a “just cause” standard would affect employee privacy
rights. See, e.g., Utah Power & Light Co., 94 Lab. Arb. (BNA) 233, 243 (1990)
(Winograd, Arb.).

The only way an employee may preserve his right of privacy is to refuse to permit the
invasion of privacy in the first place and, thereby, to accept the possibility that he will
be discharged. If the employee is correct in his position that the demand of his
employer . . . is an improper invasion of privacy, the employee is justified in his refusal
to obey his employer’s order, and he is entitled to reinstatement . . . with full back
pay....

.
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unlikely. Since 1987, when Montana passed a statute mandating good cause for
employment dismissals,*® efforts to enact just cause protections have died
down. With little likelihood of legislative modification of the at-will rule,
courts will increasingly confront the central question raised here: what happens
when an employee’s common law right of privacy comes into direct conflict
with the employer’s power to fire at will?

Clearly, the right to fire at will is not absolute. It has come into conflict
with fundamental public concerns before, and yielded. Almost all the states
recognize an exception to the at-will rule based on public policy. Even the
staunchest defenders of employment at will acknowledge some legitimate
exceptions to the rule, as when the performance of a public duty or the
protection of a public right is threatened.4® The disputed point, then, is not
whether the at-will rule should be limited, but when. 1 argue in this Article that
protection of employee privacy warrants limitation of an employer’s
prerogative to fire at will. Employee privacy rights are equally fundamental to
and no different in kind than interests which have already been widely
acknowledged as exceptions to the at-will rule. Of course, any proposal to
further limit the at-will rule must meet the arguments of Epstein and others that
legal incursions on the contracting process are not only unnecessary but
inefficient as well. In Part V, infra, 1 consider in greater detail the classical
economic arguments against recognizing further exceptions to the at-will rule,
and conclude that they are inadequate to decide issues of individual privacy in
the employment context. But first, a fuller account of privacy is needed—what
it means, why it is valued, and what is its legal status. It is to these questions
that I now turn.

II. THE CONCEPT OF PRIVACY

The concept of privacy as a distinct legal right originated with Warren and
Brandeis’s famous 1890 article entitled The Right to Privacy.’® In it, they
argued that the existing common law recognized a principle of “inviolate
personality” which could be invoked to protect the privacy of the individual.5!
Although arguing eloquently for explicit recognition of a right to privacy, they
offered little in the way of definition, beyond locating privacy as “part of the
more general right to the immunity of the person—the right to one’s

48 See Montana Wrongful Discharge From Employment Act, MONT. CODE ANN.
§§ 39-2-901 to -914 (1991) (originally enacted in 1987).

49 See Epstein, supra note 41, at 952.

50 Samuel D. Warren & Louis D. Brandeis, The Right to Privacy, 4 HARV. L. Rev.
193 (1890).

51 See id. at 205.
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personality.”52 Soon after, the first courts began to recognize a tort cause of
action for invasion of privacy, often expressly relying on the Warren and
Brandeis article.5* Since then, acceptance of a common law right of privacy has
spread, such that it is now recognized in virtually all American jurisdictions.’*

In a parallel development, the concept of privacy has made its way into
constitutional jurisprudence. Although nowhere mentioned in the Constitution,
privacy has been found to be protected by the “penumbras” of the Bill of
Rights, as well as by several specific amendments to the Constitution. A
general constitutional right of privacy protects at least two types of interests:
“One is the individual interest in avoiding disclosure of personal matters, and
another is the interest in independence in making certain kinds of important
decisions,”5 such as those relating to marriage, procreation, and
childrearing.56 More specific protections are found in the First Amendment,
which protects “privacy in [one’s] associations,” 7 and the Fifth Amendment,
which guards “the right of each individual ‘to a private enclave where he may
lead a private life,”” through strict application of the privilege against self-
incrimination.5® The concept of privacy is also central to interpreting the
Fourth Amendment, for it prohibits unreasonable intrusions whenever an
individual has a reasonable “‘expectation of privacy.”5?

As its legal significance has grown, privacy has increasingly become the
subject of academic debate. Some writers have argued that the concept of
privacy is wholly “derivative” of other more fundamental rights,50 and that its

52 I, at 207.

53 See W. PAGE KEETON ET AL., PROSSER AND KEETON ON THE LAW OF TORTS § 117,
at 850 (Sth ed. 1984). After an initial setback when the New York Court of Appeals rejected
the existence of such a right in Roberson v. Rochester Folding Box Co., 64 N.E. 442 (N.Y.
1902), the common law right of privacy was decisively recognized in 1905 by the Georgia
Supreme Court in Pavesich v. New England Life Ins. Co., 50 S.E. 68 (Ga. 1905). See
KEETON ET AL., supra, § 117, at 851, Pavesich became the leading case on which other
courts relied in finding a common law right of privacy. See id.

54 See KEETON ET AL., supra note 53, § 117, at 851; RESTATEMENT (SECOND) OF
TORTS § 652A cmt. a (1977).

55 Whalen v. Roe, 429 U.S. 589, 599-600 (1977) (footnotes omitted).

36 See id. at 600 n.26.

57 See Nixon v. Administrator of Gen. Servs., 433 U.S. 425, 467 (1977); Buckley v.
Valeo, 424 U.S. 1, 64 (1976); NAACP v. Alabama, 357 U.S. 449, 462 (1958).

58 Tehan v. United States, 382 U.S. 406, 416 (1966) (quoting United States v.
Grunewald, 233 F.2d 556, 581-82 (2d Cir. 1956) (Franklin, J., dissenting) rev'd 353 U.S.
391 (1957).

59 Terry v. Ohio, 392 U.S. 1, 9 (1968) (quoting Katz v. United States, 389 U.S. 347,
361 (1967) (Harlan, J., concurring)).

60 See Frederick Davis, What Do We Mean By “Right to Privacy”?, 4 S.D. L. Rev. 1,
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recognition as a legal right is “a mistake.”®1 Others have defended it in the
most exalted terms, as necessary for “human dignity and individuality”®2 and
“essential to democratic government.”63 Privacy has been linked with the most
fundamental of values—personal autonomy, liberty, and the basic human
relationships of love, friendship, and trust.5* It has also been decried as a
“petty” tort.55

Despite the importance many ascribe to it, privacy has proven difficult to
define. This difficulty arises in part because of the variety of doctrinal sources
found to offer protection from intrusions on privacy. Under the common law
tort of invasion of privacy, private actors have been held liable for
unauthorized entry into a private home,% commercial appropriation of an
individual’s name or likeness,57 and publishing embarrassing private facts
about an individual.5® Constitutional privacy rights have been invoked to
protect individual decisions regarding contraception,° abortion,’® and the
withdrawal of life support.”! First Amendment privacy concerns have
prohibited the compelled disclosure of one’s associational ties,’? as well as the
criminalization of private possession of sexually explicit materials.”® And

20 (1959) (“Invasion of privacy is, in reality, a complex of more fiundamental
wrongs. . . . [T]he individual’s interest in privacy itself, however real, is derivative and a
state better vouchsafed by protecting more immediate rights.”); see also Judith J. Thomson,
The Right to Privacy, 4 PHIL. & PUB. AFF. 295, 313 (1975) (arguing that the right to
privacy is derivative because any claimed violation of privacy can be explained in terms of
some other right without resorting to a notion of privacy).

61 Harry Kalven, Jr., Privacy in Tort Law—Were Warren and Brandeis Wrong?, 31
Law & CONTEMP. PROBS. 326, 327 (1966).

62 Edward J. Bloustein, Privacy as an Aspect of Human Dignity: An Answer to Dean
Prosser, 39 N.Y.U. L. Rev. 962, 1003 (1964).

63 Ruth Gavison, Privacy and the Limits of Law, 89 YALE L.J. 421, 455 (1980).

64 See, e.g., Stanley I. Benn, Privacy, Freedom, and Respect for Persons, in NOMOS
XII: PrRIVACY 1-26 (J. Roland Pennock & John W. Chapman eds. 1971) (autonomy);
Charles Fried, Privacy, 77 YALE L.J. 475 (1968) (love, friendship, and trust); Robert B.
Hallborg, Jr., Principles of Liberty and the Right to Privacy, 5 LAw & PHIL. 175 (1986)
(liberty).

65 Kalven, supra note 61, at 328.

66 See Gonzalez v. Southwestern Bell Tel. Co., 555 S.W.2d 219 (Tex. Civ. App.
1977).

67 See Pavesich v. New England Life Ins. Co., 50 S.E. 68 (Ga. 1905).

68 See Briscoe v. Reader’s Digest Ass’n, 483 P.2d 34 (Cal. 1971).

69 See Griswold v. Connecticut, 381 U.S. 479 (1965).

70 See Roe v. Wade, 410 U.S. 113 (1973).

71 See In re Quinlan, 355 A.2d 647 (N.J. 1976).

72 See NAACP v. Alabama, 357 U.S. 449 (1958).

73 See Stanley v. Georgia, 394 U.S. 557 (1969).
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courts have found the Fourth Amendment to protect an individual’s
“reasonable expectation of privacy” not only from physical intrusions into
one’s home or office,’* but also from intrusion by various monitoring devices,
such as eavesdropping equipment and electronic tracking devices.”®

Faced with this vast array of cases, some commentators conclude that the
concept of privacy has taken in so much that it collapses of its own weight. In
their view, there is no core, essential meaning of “privacy.” Instead, the term
refers to a collection of loosely related but distinct interests. Rather than being
a useful concept, “privacy” clouds our understanding by obscuring the true
underlying interests at stake. We would do better, these reductionists argue, to
identify explicitly and protect directly the more fundamental interests that
underlie the diverse claims of privacy.’6

Other writers vigorously reject the reductionist approach, asserting that
privacy is a fundamental right, decisively at stake in most, if not all, the
reported cases. In order to save privacy as a legal concept, they offer
definitions identifying the unique, irreducible interests it protects. Some invoke
broad principles of individuality, personality, and human dignity.”” Such
efforts, however, remain vulnerable to the reductionists’ charge that the
concept of privacy is so vague as to have no fixed meaning. Other writers,
recognizing this problem, but equally determined to defend the fundamental
importance of privacy, propose more limited definitions in order to identify

74 See Camara v. Municipal Court, 387 U.S. 523 (1967) (private dwelling); Mancusi
v. DeForte, 392 U.S. 364 (1968) (office).

5 See Berger v. New York, 388 U.S. 41 (1967) (use of eavesdropping device); United
States v. Karo, 468 U.S. 705 (1984) (use of electronic tracking device).

6 See, e.g., Davis, supra note 60, at 20; Kalven, supra note 61, at 327 (“[Plrivacy
seems a less precise way of approaching more specific values, as, for example, in the case
of freedom of speech, association, and religion[.]”); William L. Prosser, Privacy, 48 CAL.
L. Rev. 383, 389 (1960) (“The law of privacy comprises four distinct kinds of invasion of
four different interests of the plaintiff, which are tied together by the common name, but
otherwise have almost nothing in common . . . .”); Thomson, supra note 60, at 313 (“[I]t is
possible to explain in the case of each right in the cluster how come we have it without ever
once mentioning the right to privacy.”); Raymond Wacks, Introduction, in PRIVACY 1, at xii
(Raymond Wacks ed., 1993) (“The concept of ‘privacy’ has become too vague and
unwieldy a concept to perform useful analytical work.”); Raymond Wacks, The Poverty of
‘Privacy,” 96 Law Q. Rev. 73, 88 (1980) (The concept of privacy is so “attenuated,
confused and overworked” it seems “beyond redemption.”); Diane L. Zimmerman,
Requiem for a Heavyweight: A Farewell to Warren and Brandeis’s Privacy Tort, 68
CORNELL L. REV. 291, 299 (1983) (“[Als a descriptive or analytic term, ‘right to privacy’ is
virtually meaningless.”).

77 See, e.g., Bloustein, supra note 62, at 1002-06; Paul A. Freund, Privacy: One
Concept or Many, in NOMOS XIII: PRIVACY, supra note 64, at 182-98.
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when a loss of privacy is threatened. Some have focused on an individual’s
control over the flow of personal information.”® Others have emphasized
restricting accessibility to the individual.” Still others have defined privacy in
terms of personal autonomy.30 Despite these many efforts, no widely accepted,

78 See, e.g., ALANF. WESTIN, PRIVACY AND FREEDOM 7 (1967) (“Privacy is the claim
of individuals, groups, or institutions to determine for themselves when, how, and to what
extent information about them is communicated to others.”); Elizabeth L. Beardsley,
Privacy: Autonomy and Selective Disclosure, in NOMOS XIII: PRIVACY, supra note 64, at
56-70 (arguing privacy involves the right of selective disclosure of information about one’s
self); Fried, supra note 64, at 482 (“Privacy . . . is the control we have over information
about ourselves.” (emphasis in original)).

Some scholars have attempted to avoid any normative cast to the concept of privacy by
rejecting the focus on control and defining it instead as a discernible condition. For
example, privacy has been defined as “the condition of not having undocumented personal
information about oneself known by others,” W.A., Parent, A New Definition of Privacy for
the Law, 2 Law & PHIL. 305, 306 (1983), and “the condition of human life in which
acquaintance with a person or with affairs of his life which are personal to him is limited.”
Hyman Gross, The Concept of Privacy, 42 N.Y.U. L. Rev. 34, 36 (1967) (emphasis
removed). Where this approach is taken, a further step is needed to give content to a “right”
of privacy. See, e.g., Parent, supra, at 309-12.

79 See, e.g., Richard B. Parker, A Definition of Privacy, 27 RUTGERs L. Rev. 275
(1974). Parker defines privacy as “control over when and by whom the various parts of us
can be sensed by others.” Id. at 281 (emphasis in original). Although Parker shares with
Westin and Fried the belief that an important aspect of privacy relates to individual control,
he argues that their focus on control over information is both overly broad and too narrow.
See id. at 279-80. Rather, Parker.argues that privacy and control over personal information
are related in this way: we use our privacy to protect personal information and, conversely,
the dissemination of personal information makes one’s privacy both less valuable and less
secure. See id. at 284-8S.

Gavison relates these concepts of physical accessibility and control over information in
a somewhat more complex definition of privacy, arguing that privacy is composed of the
three distinct, but interrelated elements of secrecy, anonymity, and solitude. See Gavison,
supra note 63, at 428. Privacy may be lost as others obtain information about, pay attention
to, or gain physical access to an individual. See id.

80 See Tom Gerety, Redefining Privacy, 12 HarRv. C.R.-C.L. L. Rev. 233, 236
(1977) (Privacy is “an autonomy or control over the intimacies of personal
identity. . . . [W]hatever its sources of derivation and protection, [it] is but ore concept—
and is thus definable.”). Others who speak of the right of privacy in terms of “autonomy”
come closer to the reductionist position that “privacy”—at least as used in many recent
constitutional cases—may be more precisely identified as synonymous with “autonomy”
rather than protecting a distinct but related interest. See Joel Feinberg, Autonomy,
Sovereignty, and Privacy: Moral Ideals in the Constitution?, 58 NOTRE DAME L. REV. 445,
446-57 (1983); Louis Henkin, Privacy and Autonomy, 74 COLUM. L. REv. 1410, 1424-29
(1974). Rubenfeld takes a different approach in relating the constitutional right of privacy to
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authoritative definition of privacy has emerged.8!

In discussing employee privacy rights, I intend to sidestep the definitional
controversies which have plagued general discussions of privacy. I leave aside
here the debates over whether “privacy” has any conceptual coherence,
whether it is one right or many, and whether it is independent or derivative of
more fundamental rights. While these are important philosophical issues,
concrete questions about how far protection for employee privacy ought to
extend in the face of employer authority cannot and need not await their
resolution. Rather than searching for some global definition of privacy which
can explain all of the cases decided in its name, I focus instead on the legal
doctrine on which the private sector employee must rely for protection—the
common law tort of invasion of privacy. By doing so, I do not intend to say
anything universal about the nature of privacy rights in all contexts, nor to
contest the validity of other types of claims traditionally made under the rubric
of privacy, such as the right to make decisions regarding procreation or family
relationships free from government interference. A formal definition of privacy
is unnecessary here, because I am not so much concerned with the precise
boundaries of what is or should be considered private, as with how certain
matters that are considered private in our society generally should be treated in

autonomy interests, arguing that privacy is concerned not so much with prohibiting state
interference with certain “fundamental” activities, as with preventing a law’s affirmative
effects when it threatens to determine the course of an individual’s life. See Jed Rubenfeld,
The Right of Privacy, 102 HARV. L. REvV. 737, 740 (1989).

81 Part of the reason no authoritative definition of privacy has emerged is that
commentators tend to focus only on those cases which illustrate their particular concerns
and to disregard the rest. For example, writers concerned about access to personal
information dismiss the constitutional autonomy cases as not involving “true™ privacy
interests. See, e.g., Gavison, supra note 63, at 436; Gross, supra note 78, at 38; Parent,
supra note 78, at 312-22. Others who focus on the right of privacy in making certain
fundamental decisions, such as those relating to procreation, ignore the common law and
Fourth Amendment cases. See, e.g., Rubenfeld, supra note 80, at 740. To the extent that
they are describing different sets of data, it should not be surprising that there is no
convergence on any single definition of privacy. In a similar manner, I focus in this Article
on the legal doctrines which have the greatest relevance to the issue of workplace privacy—
primarily the common law tort of intrusion on seclusion and, to a lesser extent, the Fourth
Amendment test of “reasonable expectations of privacy.” The reductionists very well may
be right that no single definition or concept is capable of explaining all of the legal cases
actually decided in the name of privacy. However, it does not necessarily follow that it
ceases to be useful to speak of privacy. It is possible that privacy as a legal concept should
only be applied to certain types of cases, or that privacy is best understood not as a single
right, but a cluster of related rights. I do not and need not resolve any of these questions in
this Article.
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the employment setting. By examining the common law privacy tort and its
legal structure, I hope to illuminate the role that privacy norms play in our
social life and the reasons they are sometimes enforced by law, in order to
determine how they should be applied to the employment relationship.

III. THE COMMON LAW TORT

The common law tort of invasion of privacy is generally understood to
apply in four distinct but related situations. The right of privacy may be
invaded by (a) “unreasonable intrusion upon the seclusion of another”; (b)
“appropriation of the other’s name or likeness”; (c) “unreasonable publicity
given to the other’s private life”; or (d) “publicity that unreasonably places the
other in a false light before the public.”82 This typology derives from William
Prosser’s 1960 article, Privacy, in which he argued that the tort encompasses
four distinct interests with little in common but their name.33 Other scholars,
most notably Edward Bloustein, strongly disagreed, asserting that a single
important interest—the protection of human individuality and dignity—
underlies the broad range of cases brought under the doctrine.3* Whether or
not Bloustein was right, Prosser’s division of the tort into four parts has
become enshrined in the law. Since their adoption in the Restatement (Second)
of Torts, the four types of privacy tort have developed sufficiently
independently that each may be discussed as a distinct cause of action.85

My focus here is on the first type, because the privacy issues typically
raised in the workplace—for example, concerns about personal searches,
electronic surveillance, and invasive testing procedures—are most readily
analyzed as “intrusions on seclusion.” Claims based on the appropriation,
publicity, and false light torts may also be alleged against employers, but they

82 RESTATEMENT (SECOND) OF TORTS § 652A (1977).

83 Prosser, supra note 76, at 389.

84 See Bloustein, supra note 62, at 1000-03.

85 The four forms of invasion of privacy set forth in the Restatement are “the ones that
[had] clearly become crystallized and generally been held to be actionable” at that time.
RESTATEMENT (SECOND) OF TORTS § 625A, cmt. ¢ (1977). Comment ¢ to section 652A
specifically states that “[n]othing in this Chapter is intended to exclude the possibility of
future developments in the tort law of privacy.” Id. In particular, it mentions the possibility
that privacy concerns related to “various types of governmental interference” and “the
compilation of elaborate written or computerized dossiers” may lead to expansion of the
four forms of the invasion of privacy tort or the establishment of new forms. Id.
Nevertheless, the Restatement listing of four types of invasion of privacy has had an
inhibiting effect on the development of the tort. Courts considering claims of tortious
invasion of privacy almost invariably recite the four Restatement categories and base their
judgments on the fit between the facts before them and the existing forms of the tort.
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are generally analyzed in the same manner as like claims arising outside the
employment context®¢ and therefore, I will not consider them in detail here.
Whether or not an alleged intrusion is “unreasonable,” however, depends to a
large extent on the context in which it occurs. In the next section, I explore
how the existence of an employment relationship might affect the
reasonableness of certain intrusions by the employer, but first I examine here
the structure and meaning of the common law tort of “intrusion on seclusion”
more generally.

The paradigm intrusion case occurs when someone enters a private space,
such as a person’s home, hotel room, or hospital room without permission.3”
Unlawful intrusions, however, need not be physical; what the common law tort
seeks to protect is not merely physical space, but an individual’s “private
affairs or concerns.”®® Thus, it not only prohibits traditional forms of spying,
such as using binoculars to peer into the windows of a home,3 but extends
protection to private activities and conversations®? and certain types of sensitive
information as well.%!

In order to be actionable, the intrusion must be “highly offensive to a
reasonable person.”¥2 On one level, this element of the tort protects defendants

86 See, e.g., Young v. Jackson, 572 So. 2d 378 (Miss. 1990) (employee alleges public
disclosure of private facts); Diamond Shamrock Refining v. Mendez, 809 S.W.2d 514
(Tex. Ct. App. 1991) (employee alleges false light tort), aff’d in part, rev'd in part, 844
S.W.2d 198 (Tex. 1992); Staruski v. Continental Tel. Co., 581 A.2d 266 (Vt. 1990)
(employee claim based on appropriation of name and likeness). Because qualified privilege
is generally recognized as an affirmative defense to the publicity and false light torts, the
employment context may be relevant in evaluating a defendant employer’s claim that its
communications were privileged. However, the initial analysis of an employee’s affirmative
claim for tortious invasion of privacy of these two types against her employer does not
differ materially from such claims made in other contexts.

87 See, e.g., Noble v. Sears, Roebuck and Co., 109 Cal. Rptr. 269 (Cal. Dist. Ct.
App. 1973) (hospital room); Byfield v. Candler, 125 S.E. 905 (Ga. Ct. App. 1924)
(stateroom on ship); Gonzalez v. Southwestern Bell Tel. Co., 555 S.W.2d 219 (Tex. Civ.
App. 1977) (home).

88 RESTATEMENT (SECOND) OF TORTS § 652B (1977).

89 See Souder v. Pendleton Detectives, 88 So. 2d 716 (La. Ct. App. 1956). Unjustified
use of viewing devices in traditionally private places like a public restroom or dressing
room may also give rise to liability. See Doe by Doe v. B.P.S. Guard Servs., Inc., 945
F.2d 1422 (8th Cir. 1991); Harkey v. Abate, 346 N.W.2d 74 (Mich. Ct. App. 1983).

90 See LeCrone v. Ohio Bell Tel. Co., 201 N.E.2d 533 (Ohio Ct. App. 1963); Roach
v. Harper, 105 S.E.2d 564 (W. Va. 1958).

91 See, e.g., Phillips v. Smalley Maintenance Servs., Inc., 435 So. 2d 705 (Ala. 1983)
(sexual information).

92 RESTATEMENT (SECOND) OF TORTS § 652B (1977).
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from the claims of the “neurotically thin-skinned”®? by imposing an objective
standard. But the requirement of “offensiveness™ operates on another level as
well, as a reference to community norms. Robert Post has developed
extensively this link between the common law privacy tort and the observance
of social norms.%* He points out that the “reasonable person” is an abstraction,
an analytical device created to embody “‘the general level of moral judgment of
the community.””%5 Not simply an empirical or statistical “average” of the
beliefs or experiences of people in the community, the reasonable person is “a
genuine instantiation of community norms.”?® By requiring a plaintiff to show
that a particular intrusion was “highly offensive to a reasonable person,” the
law identifies and enforces “those social norms whose violation would
appropriately cause affront or outrage.”%7

To explain why the common law is concerned with maintaining certain
social norms, Post turns to the sociological literature. In particular, he relies on
Erving Goffman’s account of rules of deference and demeanor®® which
regulate, respectively, one’s recognition of others and presentation of self.
These rules of deference and demeanor, or “civility rules” as Post calls them,
establish the individual’s position in the community. Recognition of one’s
unique self cannot be achieved by the individual alone, but is “a product of
joint ceremonial labor”—“a chain of ceremony” with each giving to, and
receiving in turn deference from, others.?® It is in this sense that individual
personality may be understood as constituted by the observance of civility rules
by others.

Although other common law doctrines are also concerned with maintaining
basic “civility rules,”1%0 the privacy tort is particularly concerned with those

93 Roach, 105 S.E.2d at 566.

94 See Robert C. Post, The Social Foundations of Privacy: Community and Self in the
Common Law Tort, 71 CAL. L. REv, 957 (1989).

:: Id. at 961 (citing 2 F. HARPER & F. JaMes, THE LAW OF TORTS § 16.2 (1956)).

.

9 14. at 962.

98 Rules of deference define conduct by which a person conveys appreciation “fo

a recipient or of this recipient, or of something of which this recipient is taken as a

symbol, extension, or agent.” Rules of demeanor define conduct by which a

person expresses “to those in his immediate presence that he is a person of certain

desirable or undesirable qualities.”

Id. (quoting E. GOFFMAN, The Nature of Deference and Demeanor, in INTERACTION
RITUAL: EssAYS ON FACE-T0O-FACE BEHAVIOR 56, 77 (1967)).

9 1d. at 963.

100 Obvious examples are the common law actions for defamation and intentional
infliction of emotional distress.



1996] PRIVACY RIGHTS, PUBLIC POLICY 691

norms which regulate personal boundaries. The sociological concept of
“territories of the self”10! roughly captures this concern. A territory is “a field
of things” or “a preserve” over which the individual claims a right to control
access or use.192 The prototypical preserve is a fixed space, but the notion of a
territory may also extend to the body, one’s personal effects, certain types of
information, and communications with limited others.!03 By respecting the
boundaries of these territorial preserves, the society acknowledges and affirms
the existence of the individual. Thus, as Reiman writes:

Privacy is a social ritual by means of which an individual’s moral title 10 his
existence is conferred. Privacy is an essential part of the complex social
practice by means of which the social group recognizes—and communicates to
the individual—that his existence is his own.104

Of course, not every violation of privacy norms warrants legal
intervention. Some intrusions are so trivial that they will be experienced by
most people as mere annoyances or rudeness. The intensity of social life
inevitably results in frequent minor territorial offenses. These breaches of
social norms are easily repaired through ritual interchanges—a simple apology
is the most obvious example—which are designed to affirm the norm violated
and to vindicate the victim’s claim to basic forms of respect.!% The common

101 ERVING GOFFMAN, The Territories of the Self, in RELATIONS IN PUBLIC 28-61
(1971). Goffman’s essay is primarily concerned with the study of face-to-face interactions
and the territorial claims of the individual which structure social organization in that
context. In writing about privacy, I mean to indicate territorial claims which operate in a
broader sense—not only against other individuals but also against organized entities,
including governmental and corporate actors. Although this broader understanding of
territorial claims goes beyond Goffiman’s original focus, the fact that these organizational
entities typically must act through an agent makes the difference less significant than it
might at first seem. In any case, Goffman’s concept of “territorial preserves” provides a
useful starting point in understanding the nature of the claims underlying the privacy tort.

102 74, at 28-29.

103 Seg id, at 30-41.

104 Yeffrey H. Reiman, Privacy, Infimacy and Personhood, 6 PHIL. & PUB. AFF. 26,
39 (1976).

1051n an essay entitled Remedial Interchanges, Goffman describes the corrective
process which occurs in response to the inevitable minor breaches of the social order:

[TThe complete cycle of crime, apprehension, trial, punishment, and return to society
can run its course in two gestures and a glance. Justice is summary. The
individual . . . must be prepared to do penance and provide reparations on the spot in
exchange for being accepted back into good graces a moment later. . . . [Slince
interactional offenses pertain mainly to claims regarding territories of the self, and since
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law, however, is only concerned with the most serious of these territorial
violations,1%6 those which threaten an individual’s identity by withdrawing the
deference normally afforded a member of the community. By limiting
actionable intrusions to those which would “cause mental suffering, shame or
humiliation to a person of ordinary sensibilities”107 the common law steps in
only when a violation “potentially places the plaintiff outside of the bounds of
the shared community.”198 In such a situation, the common law tort serves as a
vindication for the plaintiff, a reaffirmation of her status as a member of the
community.

The significance of a loss of privacy is highlighted by what Goffman calls
“total institutions”—places where “all aspects of life are conducted in the same
place and under the same single authority.”1%° In the total institution—for
example, a prison or mental hospital—the inmates are placed outside the
bounds of the general community because of their criminal or deviant acts.
Their marginal status is emphasized by the extreme loss of privacy
characteristic of these places:

[Bleginning with admission a kind of contaminative exposure occurs. On the
outside, the individual can hold objects of self-feeling—such as his body, his
immediate actions, his thoughts, and some of his possessions—clear of contact
with alien and contaminating things. But in total institutions these territories of
the self are violated; the boundary that the individual places between his being
and the environment is invaded and the embodiments of self profaned.!10

these claims amount to expectations regarding forms of respect, remedies will be ritual,
that is designed to portray the remorseful attitude of the offender to an offended object
of ultimate value.

ERVING GOFFMAN, Remedial Interchanges, in RELATIONS IN PUBLIC, supra note 101, at 107
(footnote omitted). Although Goffman’s primary focus is on the role these rituals play in
maintaining social control—that is, deterring further infractions of social norms—the privacy
tort is concerned, in egregious cases, with redressing the harm to the individual suffering
the violation as well.

106 post points out that the common law’s limited focus on only the most egregious
offenses is essential to prevent a flood of trivial lawsuits, as well as to preserve the flexibility
and vitality of social life. See Post, supra note 94, at 975,

107 Billings v. Atkinson, 489 S.W.2d 858, 859 (Tex. 1973).

108 post, supra note 94, at 968.

109 ERvING GOFFMAN, ASYLUMS 6 (1961).

110 14, at 23, Goffman catalogs the invasions: facts about the individual’s social status
and past behavior—especially discreditable facts—are collected, recorded, and made
available to staff; physical possessions are examined, catalogued, and taken away; the
individual’s physical person is searched, photographed, weighed, and fingerprinted. See id.
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By disrupting or defiling “precisely those actions that in civil society have the
role of attesting to the actor and those in his presence that he has some
command over his world,”!!! the procedures of the total institution
communicate to the inmates that they are set apart from the rest of society.
Understanding the privacy tort as safeguarding “civility rules” helps to
explain certain aspects of its legal structure.!!2 From its first articulation by
Warren and Brandeis, the common law right of privacy has been linked to the
principle of “an inviolate personality.”!!3 This link becomes explicable once it
is recognized that the common law tort is concerned with maintaining basic
forms of respect for the individual. Because the observance of fundamental
social norms by others is a crucial constituent of individual personality,
violation of these norms is itself harmful, independent of any measurable
damages. Therefore, the common law does not require the plaintiff to prove
any physical injury,!!# or consequential harm from an invasion of privacy in
order to recover. Indeed, a defendant may be liable for an invasion of privacy
even when the plaintiff cannot prove that she was actually observed, or that any
private information was obtained, because the intrusion itself is wrongful.!15
According to the Restatement, a plaintiff is entitled to damages for “the harm
to his interest in privacy resulting from the invasion” in addition to recovery

at 16-24. Further losses of privacy result from collective sleeping and bathing
arrangements, doorless toilets, and constant surveillance. See id. at 24-25.

U174, a 43

112 post, supra note 94, at 964-65.

113 Warren & Brandeis, supra note 50, at 205. Courts have described the common law
privacy tort in similar terms, as protecting one’s “psychological solitude” and “inviolate
personality.” See, e.g., Phillips v. Smalley Maintenance Servs., Inc., 435 So. 2d 705, 710
(Ala. 1983); Jaubert v. Crowley Post-Signal, Inc., 375 So. 2d 1386, 1388 (La. 1979).

114 See K-Mart Corp. v. Trotti, 677 S.W.2d 632, 638 (Tex. Ct. App. 1984) (noting
intrusion itself is actionable even without physical detriment); Roach v. Harper, 105 S.E.2d
564, 568 (W. Va. 1958) (finding no allegation of special damages necessary; invasion itself
gives right to recover).

115 See Doe by Doe v. B.P.S. Guard Servs., Inc., 945 F.2d 1422, 1427 (8th Cir.
1991) (finding surreptitious videotaping of private dressing room actionable even without
proof that plaintiffs were actually viewed in a state of undress); Phillips, 435 So. 2d at 709
(finding information about plaintiff’s private activities need not actually be acquired before
cause of action for invasion of privacy is established); Harkey v. Abate, 346 N.W.2d 74, 76
Mich. Ct. App. 1983) (finding installation of hidden viewing device in women’s restroom
constitutes highly offensive interference with privacy, regardless of whether plaintiffs can
prove they were actually viewed in restroom); Hamberger v. Eastman, 206 A.2d 239, 242
(N.H. 1964) (upholding cause of action for invasion of privacy for bugging marital
bedroom, even in absence of allegations that anyone actually listened or overheard

anything).
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for any mental distress or special damages.!!6 This provision for relief
independent of any consequential harm can be understood as redressing
“dignitary harm,” in the same way that general damages are available for
defamation regardless of whether there is proof of actual injury.!17 An invasion
of privacy, then, is intrinsically harmful because it entails the denial of basic
forms of respect accorded members of the community.118

This understanding of the common law tort rests on a conception of
privacy that is both highly normative and unavoidably contextual. Rather than
neutrally describing an observable state of affairs, privacy is concerned with the
meaning of human interactions. Characterizing those interactions—as
reasonable and appropriate or unjustified and invasive—is impossible without
reference to community norms and expectations. Again, this contextual aspect
of privacy norms is reflected in the structure of the common law privacy tort,
which only protects matters which are “entitled to be . . . private.”11® Thus,
individuals observed or photographed while on a public street or outside their
homes have no claim for invasion of privacy.120 Nor can they complain when
someone examines information about them contained in public records.1?! The
objective fact of observation or information gathering alone is not tortious.
Rather, an interest in privacy is legally protectible only where an “actual
expectation of seclusion or solitude” exists and “that expectation [is]
objectively reasonable.”122 Like the Fourth Amendment inquiry into whether
an individual has a reasonable expectation of privacy,123 the common law tort
looks to societal understandings and community norms to determine the
legitimacy of an individual’s claim to privacy.

Because the significance of an alleged intrusion can only be determined in
reference to the norms of a particular community, concepts of privacy are
necessarily culturally contingent.!2 Areas felt to be intrinsically private are

116 RESTATEMENT (SECOND) OF TORTS § 652H (1977).

117 See KRETON ET AL., supra note 53, § 116A, at 843.

118 See Post, supra note 94, at 964.

119 KEETONET AL., supra note 53, § 117, at 855.

120 See Johnson v. Corporate Special Servs., Inc., 602 So. 2d 385, 388 (Ala. 1992);
Nader v. General Motors Corp., 255 N.E.2d 765, 771 (N.Y. 1970); McLain v. Boise
Cascade Corp., 533 P.2d 343, 346 (Or. 1975).

121 See RESTATEMENT (SECOND) OF TORTS § 652B emt. ¢ (1977).

122 people for the Ethical Treatment of Animals v. Bobby Berosini, Ltd., 895 P.2d
1269, 1279 (Nev. 1995) (citing M & R Investment Co. v. Mandarino, 748 P.2d 488, 493
(1987).

123 See Terry v. Ohio, 392 U.S. 1 (1968).

124 Given the culturally contingent nature of privacy norms, it should not be surprising
that their precise scope is not easily defined. Because privacy norms do not exist in any
fixed, objective sense, but only as a matter of evolving social beliefs and practices, their
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merely matters of convention when examined from a cross-cultural perspective.
For example, Western cultural attitudes toward human nakedness differ
markedly from those of many aboriginal cultures and have shifted considerably
over time. Nevertheless, a concern with bodily privacy cannot therefore be
dismissed as trivial. Because each individual is situated in a particular society,
her standing in that community is delineated by its cultural norms.!25 Violation
of those norms, though perhaps inflicting only a symbolic harm, will
nevertheless be experienced as profoundly demeaning and degrading.!26

The recognition that privacy norms are contextually determined introduces
a further complication. Because privacy is concerned with the “characterization
of human action,” it is not only culturally contingent, but relationally
contingent as well, for the meaning of an apparent encroachment on the
“territories of the self” turns on the social relationship between the parties. The
same act which is perfectly appropriate in one context, may constitute a serious
territorial offense if the relationship of the parties is different. As Goffman
writes,

[Tlhe very forms of behavior employed to celebrate and affirm relationships—
rituals such as greetings, enquiries after health, and love-making—are very
close in character to what would be a violation of preserves if performed
between wrongly related individuals, 127

This observation should not be surprising, for the very existence of social
bonds between individuals entails the removal or lowering of the barriers that

content is not easily reduced to abstract principle. Disagreements about the definition of
privacy are, in a sense, struggles over what the content of those norms should be.

125 In order to evaluate a claim of invasion of privacy, then, it is first necessary to
determine which is the relevant community whose cultural norms should be applied.
Although in many contexts such an inquiry will be relatively straightforward, cultural norms
regarding certain aspects of privacy may vary widely even within a particular society. The
existence of distinct cultural subgroups defined along ethnic, religious, socio-economic, or
generational lines will invariably result in divergent norms. In a culturally diverse society
such as the United States, there is always the danger that “the civility rules enforced by a
particular court may be understood as hegemonically imposed by one dominant culture
group onto others.” Post, supra note 94, at 977,

126 The symbolic aspect of privacy norms does not diminish their importance. Rather,
areas designated as private are “highly significant as expressions of respect for others.”
Fried, supra note 64, at 489. This significance is most apparent when these norms are
violated: “Not only does a person feel his standing is gravely compromised by such
symbolic violations, but also those who wish to degrade and humiliate others often choose
Jjust such symbolic aggressions and invasions on the assumed though conventional area of
privacy.” Id.

127 GorrMAN, supra note 101, at 57-58.
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ordinarily separate people.

The territories of the self thus have a dual significance: by asserting these
boundaries, the individual demands recognition by the general community; by
relinquishing those claims, she permits and expresses the existence of close
social bonds with certain others. Personal boundaries can only function in this
dual way, however, if the individual retains control over access to the relevant
territories. It is in this sense that the “preserves of the self” are linked to
“selthood.” The critical issue is not so much whether an individual’s territorial
boundaries are breached, but whether the individual is granted a sufficiently
autonomous role in permitting or denying access to her territorial preserves.!28
A legal right of privacy, by enforcing the individual’s exclusive claim to
territories of the self, is thus a means of guaranteeing to the individual the self-
determination which permits her simultaneously to achieve connection with
others and demand respect from her community. Such an understanding is
implicit in Fried’s argument that privacy, which he defines as control over
knowledge about oneself, is the necessary context for relationships of love,
friendship, and trust. By granting title to information about oneself, “privacy
creates the moral capital which we spend in friendship and love.”12?

From this perspective, many of the debates over what should properly be
considered private can be understood as struggles over the appropriate
boundaries of the territories of the self. In arguing that information about our
spending habits, or our medical histories, or our electronic communications
ought or ought not be considered private, we are essentially arguing about the
closeness of the link between these aspects of individual life and the self. These
debates are particularly difficult because they involve choices between contested
cultural meanings. From a sociological perspective, however, the outcome of
these struggles—where the precise boundaries are ultimately determined to be—
is less important than the fact that some such boundaries are recognized. Put
another way, the significance of the territories of the self lies in the necessary
space they provide for individual flourishing: it is only by recognizing and

128 As Goffman writes,

[TIhe issue is not whether a preserve is exclusively maintained, or shared, or given up
entirely, but rather the role the individual is allowed in determining what happens to his
claim. . . , Thus, on the issue of will and self-determination turns the whole possibility
of using territories of the self in a dual way, with comings-into-touch avoided as a
means of maintaining respect and engaged in as a means of establishing regard.

Id. at 60-61. Alan Westin and others similarly emphasize the centrality of individual control
in any conception of privacy. See supra note 78.
129 Fried, supra note 64, at 484,
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protecting such a space that the individual is empowered both to assert her
standing as an individual within her community, as well as to form and
maintain close bonds with others.

This dual function of territorial preserves has some important implications
for understanding privacy violations. Generally, an intrusion is understood to
occur when someone intrudes on an area “f0 which he has no right of
access.”130 As against the stranger, the individual has the broadest possible
claims; the stranger has no right to enter any of the areas traditionally
designated as private in that society. However, because every social bond
involves some waiver of territorial claims, the relevant boundaries change as
the relationship between the parties changes. Once a social relationship is
entered into, one party may have legitimate right of access to aspects of
another’s life which would otherwise be shielded by privacy. The individual’s
waiver of territorial claims, however, is not unlimited; it extends only to those
areas which must be shared to accomplish the purposes of the relationship.13!
Those needs, carving out areas of legitimate access from background social
norms regarding personal privacy, establish the relevant boundaries for that
particular relationship. A violation of privacy, then, occurs when an actor
intrudes on an area beyond what is warranted by the existing social relationship
between the parties.

In addition to an intrusion, a violation of privacy involves an element of
loss of control over access to one’s territorial preserves. The degree of this loss
of control affects the significance of a given intrusion. For example, the
passerby who lingers by a bedroom window in order to overhear private
conversations can be easily shut out by closing the window, while the
surreptitious use of a listening device to acquire the same information warrants
legal action.!32 The worst violations occur when the individual is systematically
deprived of control over her territorial preserves through the exercise of power
by another.133 Power may be used to intrude directly, or to force another to

130 GorrMAN, supra note 101, at 50 (emphasis added).

131 Not all relationships are necessarily sought in order to achieve ends outside the
relationship itself. Complete friendship, in the Aristotelian sense, values another for the
friend’s own self, apart from any utility or pleasure that may be derived from the
relationship. ARISTOTLE, NICOMACHEAN ETHICS, 211-13 (Terence Irwin trans., 1985).
Friendship of this sort likely entails a more complete waiver of one’s territorial claims than
is required to enter into other, more utilitarian relationships. Nevertheless, the crucial aspect
remains the role of individual will in that waiver; true friendship can never be coerced.

132 See Hamberger v. Eastman, 206 A.2d 239, 242 (N.H. 1964).

133 Traditionally, the primary concern has been with the threat to individual privacy
and security posed by expansive state power. Such concerns are reflected in the First,
Third, Fourth, and Fifth Amendments to the Constitution. More recently, however,
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expose aspects of herself to others. In extreme cases, it may be the individual’s
own actions which constitute the territorial breach, and yet she is understood
not to be the source of the violation herself.134 An example is the prisoner who
is forced to undress in order to undergo a strip search.!3® Although the
individual’s own acts breach the territorial boundaries, the source of the breach
is understood to be located elsewhere; through the exercise of power by
another, the individual, in a sense, has become the agent of her own violation.

IV. PRIVACY IN EMPLOYMENT

Given that privacy norms are both culturally and relationally contingent,
the legitimacy of employee claims to privacy must be determined by reference
to both general social understandings regarding personal privacy as well as the
nature and purposes of the employment relationship. When the parties enter
into an employment relationship, they do so against an extensive backdrop of
informal social norms, including those which regulate personal boundaries.
Although those background social norms are undoubtedly affected by the
existence of the employment relationship, 1 argue here that employees
nevertheless retain certain legitimate expectations of privacy even in the
workplace context.

Outside the employment relationship, the individual ordinarily has a claim
to certain socially defined territorial preserves. She is entitled to expect that
others will observe and respect the boundaries of the territories of the self.
Enforcement of these boundaries is primarily accomplished by an extensive
system of informal sanctions, but they are backed by legal authority as well in
cases of egregious violation. Thus, the common law prohibits “highly
offensive” intrusions by third parties on matters an individual is entitled to keep
private, and the Constitution provides roughly analogous protection against
intrusions by the government. When legal authority is invoked, the issue is
often framed in terms of whether the individual had a “reasonable expectation
of privacy” in the area or matter intruded upon.136

technological advances potentially place enormous power in the hands of nongovernmental
actors to effect similar invasions of individual privacy. See sources cited supra notes 12-14.

134 See GOFRMAN, supra note 101, at 56.

135 See id.

136 The protections of the Fourth Amendment come into play only where government
action threatens an individual’s “‘reasonable expectations of privacy.’” Terry v. Ohio, 392
U.S. 1, 9 (1968) (quoting Katz v. United States, 389 U.S. 347, 361 (1967) (Harlan, J.,
concurring)). Similarly, the common law tort of invasion of privacy requires that the matter
intruded upon “be entitled to be . . . private.” KEETON ET AL., supra note 53, § 117, at 855;
see also, People for the Ethical Treatment of Animals v. Berosini, 895 P.2d 1269, 1279
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Determining when an individual has a reasonable expectation of privacy is
a highly complex inquiry. As the Supreme Court has recognized, there is “no
talisman that determines in all cases those privacy expectations that society is
prepared to accept as reasonable.”137 Instead, courts must look to a variety of
factors, including actual practices and societal understandings.!3® But this
inquiry is more complicated than the Court acknowledges, for societal
expectations do not exist independently of legal rules. Although the law
purports to take its guidance from societal understandings, those
understandings are in turn shaped by legal doctrine. Particularly when the
social meaning of a given practice is contested, legal recognition or
nonrecognition of an expectation of privacy will drive social norms in one

(Nev. 1995) (citing M & R Investment Co. v. Mandarino, 748 P.2d 488, 493 (Nev. 1987))
(noting expectation of seclusion or solitude must be objectively reasonable); K-Mart Corp.
v. Trotti, 677 S.W.2d 632, 638 (Tex. Ct. App. 1984) (finding plaintiff “demonstrated a
legitimate expectation to a right of privacy” by placing lock on workplace locker).

The Fourth Amendment threshold test has sometimes been treated as a two-pronged
inquiry, asking first, whether the individual “exhibited an actual (subjective) expectation of
privacy” and second, whether that expectation is “one that society is prepared to recognize
as ‘reasonable.’” Karz, 389 U.S. at 361 (Harlan, J., concurring). The subjective prong has
been much criticized. Commentators have argued that a purely subjective test of an
individual’s expectations of privacy is “nonsensical,” Morgan Cloud, Pragmatism,
Positivism, and Principles in Fourth Amendment Theory, 41 UCLA L. Rev. 199, 250
(1993), and that it “has no place . . . in a theory of what the fourth amendment protects.”
Anthony G. Amsterdam, Perspectives on the Fourth Amendment, 58 MINN. L. Rev. 349,
384 (1974). Although the Supreme Court has apparently recognized some of the problems
with using a subjective test, see, e.g., Smith v. Maryland, 442 U.S. 735, 740-41 n.5
(1979), it has never explicitly repudiated it, and its role in determining the outcome in
Fourth Amendment cases is somewhat unclear. See 1 WAYNE R. LAFAVE, SEARCH AND
SEIZURE § 2.1(c) (2d ed. 1987).

The requirement under the common law tort of invasion of privacy that the matter
intruded upon acrually be private is not an exact parallel of the subjective prong of the
Fourth Amendment test. Rather than looking at subjective understandings, the common law
simply requires that “the plaintiff in an invasion of privacy case must have conducted
himself or herself in a manner consistent with an actual expectation of privacy, i.e., he or
she must not have manifested by his or her conduct a voluntary consent to the invasive
actions of defendant.” Hill v. NCAA, 865 P.2d 633, 648 (Cal. 1994).

137 O°Connor v. Ortega, 480 U.S. 709, 715 (1987) (plurality opinion).

138 In determining what expectations of privacy are reasonable, “‘the Court has given
weight to such factors as the intention of the Framers of the Fourth Amendment, the uses to
which the individual has put a location, and our societal understanding that certain areas
deserve the most scrupulous protection from government invasion.”” Id. (quoting Oliver v.
United States, 466 U.S. 170, 178 (1984)).
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direction or another.13% A full exploration of the interaction between legal rules
and social norms, and the proper role of law in shaping privacy expectations is
beyond the scope of this Article. While I believe that current doctrine is likely
to be insufficiently protective of important privacy interests, I make a more
limited claim here: whatever the exact contours of privacy expectations are or
should be in general, those expectations are not wholly negated by the existence
of the employment relationship.

Outside the employment context it is possible to identify certain core areas
of privacy which are recognized in this society. Although the proper scope of
privacy protection is controversial in many areas, certain aspects of individual
life are consistently acknowledged to be private in a broad variety of contexts.
For example, both the common law and constitutional cases acknowledge that
strong interests in privacy shield the individual’s body and bodily functions
from examination absent some justifying circumstance.!40 Certain types of
personal information relating to health and sexual matters have also frequently

139 For example, the issue of whether communications sent by electronic mail should
be regarded as private is today unsettled and highly controversial. See United States v.
Maxwell, 42 M.J. 568, 576 (A.F.C.C.A. 1995) (finding an expectation of privacy in
electronic communications only as long as the communications are stored in the computer,
but not if downloaded or removed from the on-line service); S. REP. No. 99-541, at 4
(1986), reprinted in 1986 U.S.C.C.A.N. 3555, 3558 (Department of Justice letter to
Senator Leahy stating that when a reasonable expectation of privacy exists in electronic
communications is “not always clear or obvious.”). In addressing legal disputes regarding
the privacy of electronic mail, courts may attempt to reflect nascent understandings of this
new technology, but their rulings will themselves become a dominant factor in shaping
privacy expectations in the future. In determining that electronic mail communications are
or are not private, courts will not so much be making a factual assessment of its nature—no
consensus currently exists—but a normative choice as to whether these communications
should be protected as private.

A similar dynamic occurs between “actual practices” and “societal understandings.”
On the one hand, widely accepted privacy norms will shape actual practices, because
individuals within the community will feel constrained to conform their behavior to those
norms. On the other hand, even strongly held norms may be eroded over time as limited
incursions are first tolerated and then accepted.

140 Gpp, e.g., Skinner v. Railway Labor Executives’ Ass’n, 489 U.S. 602, 616-17
(1989) (finding compelled blood tests implicate Fourth Amendment privacy interests in
security of one’s person; monitoring of act of urination also infringes privacy interests long
recognized by society); Schmerber v. California, 384 U.S. 757, 769-70 (1966) (finding
Fourth Amendment protection of human dignity and privacy forbids unreasonable searches
involving intrusions beyond the body’s surface); Doe by Doe v. B.P.S. Guard Servs., Inc.,
945 F.2d 1422, 1427 (8th Cir. 1991) (videotaping of models in dressing room constitutes
tortious invasion of privacy); Harkey v. Abate, 346 N.W.2d 74, 76 (Mich. Ct. App. 1983)
(installating of viewing device in women’s restroom constitutes tortious invasion of privacy).
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been recognized as private.14! And both private individuals and government
agents are prohibited from intruding without justification upon the individual’s
home, or upon communications traditionally respected as private—such as the
telephone or mails.!42 Personal privacy in these core areas is fundamental, not
necessarily because of their intrinsic value, but because they have been
designated in this society as somehow central to the self.!¥® Gratuitous
intrusions on these core areas of privacy threaten not only dignitary harm, but
the individual’s standing in the community as well.}44

At least in these core areas, individuals are clearly acknowledged to have

141 see, e.g., Skinner, 489 U.S. at 616-17 (finding blood and urine tests implicate
Fourth Amendment because analysis of bodily fluids can reveal “a host of private medical
facts about an employee”); Whalen v. Roe, 429 U.S. 589, 599-600 (1977) (finding state
collection of medical records threatens constitutionally protected interest in nondisclosure of
private information); Glover v. Eastern Nebraska Community Office of Retardation, 867
F.2d 461, 464 (8th Cir. 1989) (finding mandatory blood tests of employees for AIDS virus
violates Fourth Amendment); In re Search Warrant (Sealed), 810 F.2d 67, 71 (3d Cir.
1987) (finding medical records are clearly within constitutionally protected sphere); Thorne
v. City of El Segundo, 726 F.2d 459, 470 (th Cir. 1983) (questioning of applicant for
police officer position about her past sex life violated her constitutional privacy interests).

Allegations by a plaintiff that her employer made repeated inquiries into her sex life
have also been held to state a cause of action for tortious intrusion on seclusion. See Phillips
v. Smalley Maintenance Servs., Inc., 435 So. 2d 705, 711 (Ala. 1983). Although there do
not appear to be any common law “intrusion on seclusion” cases dealing with unauthorized
access to medical records, personal information contained in medical records is clearly
“private” information protected from public disclosure by the common law tort. See
FINKIN, supra note 16, at 16-18 and cases cited therein.

142 Tnvasions of an individual’s home, telephone conversations, and personal mail by
nongovernmental actors have been found to give rise to a claim for tortious invasion of
privacy. See, e.g., Vernars v. Young, 539 F.2d 966, 969 (3d Cir. 1976) (mail); LeCrone v.
Ohio Bell Tel. Co., 201 N.E.2d 533, 540 (Ohio Ct. App. 1963) (telephone conversations);
Gonzales v. Southwestern Bell Tel. Co., 555 S.W.2d 219, 222 (Tex. Ct. App. 1977)
(home). Similarly, the Constitution clearly forbids unreasonable intrusions on the home and
private communications. See U.S. CONST. amend. IV; Katz v. United States, 389 U.S. 347,
353 (1967) (telephone conversation); Ex parte Jackson, 96 U.S. 727, 733 (1877) (mail). Of
course, other laws also protect against these types of intrusions in certain circumstances. See
e.g., Title Il Omnibus Crime Control and Safe Streets Act of 1968, 18 U.S.C. §§ 2510~
2520 (1994).

143 «Convention . . . designates certain areas, intrinsically no more private than other
areas, as symbolic of the whole institution of privacy, and thus deserving of protection
beyond their particular importance.” Fried, supra note 64, at 487. Fried identifies excretory
functions and matters of sex and health as examples of conventionally designated areas of
privacy carrying significant symbolic importance in our culture. See id. at 487-88.

144 See supra notes 94-108 and accompanying text.
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rights of privacy against the government and against third parties. How the
individual’s expectations of privacy in these core areas are affected when an
intrusion by an employer is threatened depends upon the nature of the
employment relationship. Employment falls at some mid-point on the spectrum
of social relationships. It is characterized neither by the distant formality of a
chance encounter with a stranger, nor by the intimacy found between close
friends or lovers. Employment involves an economic exchange—the employee
trades her labor for wages—but it is also typically an ongoing relationship with
a social as well as an economic dimension.!* Employer and employee
generally understand themselves to be engaged in a joint effort to achieve some
common end. To that extent, employees must relinquish certain claims they
otherwise might assert against the world at large. A prospective employee is
routinely expected to reveal to the employer basic personal data, as well as
information about her education, experience, and skills that relate to her fitness
to perform a particular job. Once hired, she understands that her work will be
supervised and reviewed to ensure that she is performing adequately. Thus, an
employee must inevitably compromise her broadest territorial claims to achieve
the purposes of the relationship.

On the other hand, employment is not an all-encompassing relationship.
Although some territorial boundaries are necessarily breached to make
employment possible, this implicit waiver of territorial claims does not
automatically extend to those areas recognized to be at the core of personal
privacy. Because employer and employee enter into the relationship for a
specific, limited purpose, any implied waiver only extends as far as necessary
to achieve that purpose. To conclude otherwise would set the employment
relationship apart among social relationships, for the individual who could
expect—and enforce—limits on unjustified intrusions by the government or
third parties on core areas of privacy would have no such expectation vis-a-vis
her employer. Given that the interests at stake are the same regardless of the
source of the intrusion, it would be anomalous to treat the employer’s actions
as uniquely privileged. When core areas of privacy—those central to the self—
are threatened, employer intrusions should not be permitted unless essential to
meet some business need.

The conclusion that employees do not lose all ordinary expectations of
privacy merely because they enter into an employment relationship has been

145 This observation is not true of all employment relationships, of course. The
employment experiences of day laborers, for example, usually involve casual, one-time
market exchanges with little or no expectation of an ongoing relationship with an employer.
Similarly, the growth of the temporary personnel industry has significantly altered the
nature and expectations of the employment relationship for a substantial segment of the
work force,
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confirmed in a number of legal contexts. Arbitrators interpreting collective
bargaining agreements have held that “an employee does not somehow abandon
his right to privacy at the doorstep of the employer’s premises.”!46 Merely by
signing on to an employment relationship, an individual does not automatically
open his private life to the scrutiny of the employer.!47 Similarly, courts
applying the common law right of privacy to the workplace have concluded
that employees retain some legitimate expectations of privacy despite the
existence of an employee-employer relationship. 148

Further evidence that employees retain at least some socially recognized
interests in privacy can be found in cases involving public employees.
Although those cases are generally decided on constitutional grounds
inapplicable in the private sector, they nevertheless reveal societal
understandings of the nature of the employment relationship. Doctrinal
categories aside, cases dealing with the privacy rights of public employees are
concerned not so much with limits on government when acting in its sovereign
capacity, as with the employee’s reasonable expectations of privacy when the
government happens to be the employer. Despite the existence of the
employment relationship, courts have recognized that the “individual interest in
avoiding disclosure of personal matters”!49 limits government inquiries into its
employees’ prior sexual activities and associations, past drug and alcohol use,
mental health history, and personal financial information. 150

146 Trailways, Inc., 88 Lab. Arb. (BNA) 1073, 1080 (1987) (Goodman, Arb.).

147 See id.

148 gee, e.g., Borse v. Piece Goods Shop, Inc., 963 F.2d 611, 626 (3d Cir. 1992);
Kelley v. Schiumberger Tech. Corp., 849 F.2d 41, 42 (1st Cir. 1988); O’'Brien v. Papa
Gino’s of America, Inc., 780 F.2d 1067, 1072 (Ist Cir. 1986); Garus v. Rose Acre Farms,
839 F. Supp. 563, 570 (N.D. Ind. 1993); Phillips v. Smalley Maintenance Servs., Inc., 435
So. 2d 705, 711 (Ala. 1983); Sowards v. Norbar, Inc., 605 N.E.2d 468, 474-75 (Ohio Ct.
App. 1992); Leggett v. First Interstate Bank of Oregon, 739 P.2d 1083, 1086-87 (Or. Ct.
App. 1987); Kjerstad v. Ravellette Publications, Inc., 517 N.W.2d 419, 424 (S.D. 1994);
K-Mart Corp. v. Trotti, 677 S.W.2d 632, 637 (Tex. Ct. App. 1984); Cordle v. General
Hugh Mercer Corp., 325 S.E.2d 111, 117 (W. Va. 1984); ¢f. Luedtke v. Nabors Alaska
Drilling, Inc., 768 P.2d 1123, 1130 (Alaska 1989) (finding public policy supporting
protection of employee privacy); Luck v. Southern Pac. Transp. Co., 267 Cal. Rptr. 618,
628 (Cal. Ct. App. 1990) (finding California constitutional right of privacy applies in
private sector workplace); Semore v. Pool, 266 Cal. Rptr. 280, 283 (Cal. Ct. App. 1990)
(same); Bratt v. IBM, 467 N.E.2d 126, 134 (Mass. 1984) (finding Massachusetts right of
privacy stafute applies in employment context).

149 Whalen v. Roe, 429 U.S. 589, 599 (1977).

150 See, e.g., Thorne v. City of El Segundo, 726 F.2d 459, 468 (Oth Cir. 1983) (past
sexual history); American Fed’n of Gov’t Employees v. United States R.R. Retirement Bd.,
742 F. Supp. 450, 455 (N.D. Iil. 1990) (alcohol and drug use); ¢f. Fraternal Order of Police
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Cases decided under the Fourth Amendment have explicitly found that
public employees have expectations of privacy “that society is prepared to
recognize as ‘reasonable.’”15! For example, in O’Connor v. Ortega,152 the
U.S. Supreme Court considered a challenge by Dr. Ortega, a state hospital
employee, to a search of his office, desk, and file cabinets conducted by his
employer. Noting that the “operational realities” of the workplace might make
some employee’s expectations of privacy unreasonable when the intrusion was
by a supervisor rather than law enforcement, the Court nevertheless rejected
the Government’s argument that its employees could never have a reasonable
expectation of privacy at work.153 Looking instead to “the societal expectations
of privacy in one’s place of work”154 and the actual practices at the hospital,!55
the Court concluded that Ortega had a reasonable expectation of privacy in his
desk and file cabinets and possibly his office as well. 156

v. Philadelphia, 812 F.2d 105, 109 (3d Cir. 1987) (physical and mental condition; financial
information; gambling habits and alcohol use); National Treasury Employees Union v. IRS,
843 F. Supp. 214, 218 (W.D. Tex. 1992) (illegal drug use during past five years), vacated,
25 F.3d 237 (1994).

151 Katz v, United States, 389 U.S. 347, 361 (1967) (Harlan, J., concurring).

152 480 U.S. 709 (1987).

153 14, at 717. The Court’s analysis focused on Ortega’s expectation of privacy in the
place of work itself. The Court earlier noted that “[n]Jot everything that passes through the
confines of the business address can be considered part of the workplace context.” Id. at
716. Where the need for access by supervisors or coworkers does not exist, for example, to
the contents of an employee’s closed luggage, handbag, or briefcase, the Court suggests that
a different, and presumably higher, standard would apply. See id.

154 4. at 717. The Court cited its earlier decisions in Oliver v. United States, 466 U.S.
170 (1984), and Mancusi v. DeForte, 392 U.S. 364 (1968), as recognizing societal
expectations of privacy in one’s place of work. See O’Connor v. Ortega, 480 U.S. 709, 717
(1987).

155 Ortega had occupied the office for 17 years and kept numerous personal materials
there. It was undisputed that he had exclusive use of his desk and file cabinets and that the
hospital had never discouraged him from storing personal items at work. See O’Connor,
480 U.S. at 718-19.

156 All members of the Court agreed that Ortega had a reasonable expectation of
privacy in his desk and file cabinets. See id. at 718 (plurality opinion); see id. at 731
(Scalia, J., concurring); see id. at 732 (Blackmun, J., dissenting). Five of the Justices also
found that Ortega had a reasonable expectation of privacy in his office. See id. at 731
(Scalia, J., concurring); see id. at 732, 737-41 (Blackmun, J., dissenting). The plurality,
however, would remand the question of Ortega’s expectations of privacy in his office
because the factual record did not reveal the extent to which hospital officials may have
entered the office for work-related reasons. See id. at 718.

Because Ortega had a reasonable expectation of privacy at least in his desk and file
cabinets, the Court went on to address the appropriate Fourth Amendment standard to be
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In Skinner v. Railway Labor Executives’ Ass’n,'57 the Court again
considered the constitutionality of employer searches under the Fourth
Amendment. Despite its ultimate conclusion that the Government’s compelling
interest in railroad safety was decisive, the Skinner Court did recognize that the
mandatory blood and urine tests at issue implicated significant privacy interests
of the affected employees, based on its prior decisions regarding blood tests in
the criminal context, the sensitive nature of the information revealed through
testing, and traditional mores surrounding excretory functions. 158

If employees in fact retain some socially recognized expectations of privacy
vis-a-vis their employers, then some method for determining which claims to
privacy are legitimate is needed. As a first step, courts should look to general
societal understandings to determine what aspects of individual life are shielded
by privacy. Evidence of the relevant social norms may be found not only in
actual practices and societal understandings, but also in privacy cases decided
outside the employment context. Common law cases finding a tortious invasion
of privacy can be examined to identify matters “entitled to be private.”
Similarly, cases decided under state constitutions or the U.S. Constitution
provide further evidence of established privacy norms by identifying the core

applied to searches in the workplace. Noting that an employer might frequently need to
enter and search an employee’s office for legitimate work-related purposes, the Court
concluded that adherence to the requirements of a warrant and probable cause in the
employment setting was impracticable. Rather, when “noninvestigatory, work-related”
searches or “investigations of work-related misconduct” infringe on protected privacy
interests, the intrusion “should be judged by the standard of reasonableness under all the
circumstances.” Id. at 725-26.

157 489 U.S. 602 (1989).

158 See id. at 616-17. Concerning the blood tests, the Court wrote:

In light of our society’s concern for the security of one’s person, it is obvious that
this physical intrusion, penetrating beneath the skin, infringes an expectation of
privacy that society is prepared to recognize as reasonable. The ensuing chemical
analysis of the sample to obtain physiological data is a further invasion of the
tested employee’s privacy interests,

Id. at 616 (citations omitted). As to the urine tests, the court wrote:

[Clhemical analysis of urine, like that of blood, can reveal a host of private
medical facts about an employee, including whether he or she is epileptic,
pregnant, or diabetic. Nor can it be disputed that the process of collecting the
sample to be tested, which may in some cases involve visual or aural monitoring
of the act of urination, itself implicates privacy interests.

Id. at 617.
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areas in which individual expectations of privacy are recognized as reasonable.

By looking to constitutional privacy cases, I am not suggesting that the
Constitution does or should apply directly to private employers. My proposal is
a more modest one: that cases decided on constitutional grounds be looked to
as one source of evidence of basic social expectations regarding privacy. Joseph
Grodin and Clyde Summers each have argued that constitutional values should
be brought to bear in the private sector workplace, not so much through the
direct application of constitutional provisions, but by legislative and common
law developments that are sensitive to and protective of basic personal
freedoms such as the right of privacy.!5® Similarly, I argue that constitutional
cases can and should provide experience in identifying those matters socially
recognized to be private when determining the legitimacy of employee claims
to privacy under the common law.

Because privacy norms are relationally contingent, identifying general
societal expectations of privacy are only the first step in assessing the
legitimacy of employee claims to privacy. These ordinary expectations must
then be reassessed and revised in light of the nature and purposes of the
employment relationship. Although, as discussed above, an individual’s
expectations of privacy are not negated simply by the fact of employment, they
may be diminished to some extent in light of the specific employer’s legitimate
business needs. Certain business needs requiring minor incursions on
individual privacy are commonplace and generally uncontroversial. For
example, employers generally have a legitimate need to inquire into a worker’s
educational background, past work experience, and skills. But the more closely
an employer’s inquiries or practices trench on interests at the recognized core
of individual privacy, the greater the need for some specific justification.
Generalized assertions of business need should not be sufficient to trump
entirely an employee’s socially recognized expectations of privacy. As
discussed above, the waiver of territorial claims required to form the
employment relationship is not an unbounded one; it extends only so far as
necessary to achieve the purposes of that relationship. Each employer intrusion
must be justified, not only in its purpose, but in the extent of its intrusiveness
as well.160 Thus, even a legitimate employer interest, such as securing its

159 Joseph R. Grodin, Constitutional Values in the Private Sector Workplace, 13
Inpus. ReL. L.J. 1 (1991); Clyde W. Summers, The Privatization of Personal Freedoms
and Enrichment of Democracy: Some Lessons from Labor Law, 1986 U. ILL. L. REV. 689
(1986).

160 As the Supreme Court put it in O’Connor, the reasonableness of an intrusion on
employee privacy depends upon both its inception and scope. See 480 U.S. at 726. Even if
a search is justified at its inception by strong work-related reasons, it will be permissible in
scope only when “‘the measures adopted are reasonably related to the objectives of the



1996] PRIVACY RIGHTS, PUBLIC POLICY 707

property, cannot, without more, justify radically invasive measures such as
continual video surveillance of employees in traditionally private places like
restrooms or the interception of purely private phone calls.16!

Of course, the employer’s interests vary from workplace to workplace.
One implication of recognizing that privacy norms are relationally contingent is
that the relevant norms depend not only upon the fact of the employment
relationship, but the type of employment relationship as well. The overall
purpose of the business of the employer and the nature of the employee’s
specific job are relevant considerations in determining which intrusions violate
socially sanctioned claims of privacy. Thus, a health club which employs
fitness trainers has a legitimate interest in the health status and physical
conditioning of its employees to an extent that the employer of clerical workers
does not. In the first case, their physical condition goes to the core of the
purpose for which the employees were hired; in the second case, it is at best
peripheral. Difficult questions may arise as to the true nature and purpose of
the employment in a given situation and will require a highly fact-specific
inquiry for resolution.

At this point, however, a caveat is necessary. Although privacy norms vary
depending upon context, that variation arises from broad-based social
understandings of the differing nature of the different relationships, not from
the unilateral actions of one party to the relationship. The parties can, of
course, create by agreement a higher expectation of privacy than that
established by general background norms. Thus, for example, an employer
may bind itself through an express contract not to inquire into certain aspects of
an employee’s life.162 In the next section, I address the more difficult question
of whether the parties to an employment relationship can mutually agree that

search and not excessively intrusive in light of . . . the nature of the [alleged misconduct].’”
Id. (quoting New Jersey v. T.L.O., 469 U.S. 325, 342 (1985)). Occasionally, courts seem
to collapse these two considerations and assume that so long as the purpose of the intrusion
is somehow work-related, the employer may use “intrusive and even objectionable means”
to achieve its goals. See, e.g., Baggs v. Eagle-Picher Indus., 957 F.2d 268, 275 (6th Cir.
1992). The net effect of such an approach is to eviscerate any employee claim to privacy,
because an employer will always be able to articulate some broad interest that might be
served by invading its employees’ privacy.

161 Such an approach is consistent with common law privacy cases decided in
nonemployment contexts where the mere fact of property ownership is not sufficient to
justify otherwise unreasonable intrusions on privacy. See, e.g., Harkey v. Abate, 346
N.W.2d 74, 76 (Mich. Ct. App. 1983) (installing viewing device in women’s restroom by
owner of skating rink actionable); Hamberger v. Eastman, 206 A.2d 239, 242 (N.H. 1964)
(installing listening device in tenants® bedroom by owner of property gives rise to a claim
for tortious invasion of privacy).

162 See Rulon-Miller v. IBM, 208 Cal. Rptr. 524, 530 (Cal. Ct. App. 1984).
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the employee will waive her socially established expectations at the core of
personal privacy. Putting aside for the moment the issue of voluntary waiver,
my point here is that the employer cannot defeat these socially recognized
expectations of privacy simply by adopting practices violative of fundamental
privacy norms.163

This point was articulated by California Supreme Court Justice Kennard in
her partial concurrence in Hill v. NCAA, a case interpreting California’s
constitutional right of privacy as applied to private actors:

No association, industry, or other group or entity may establish the parameters
of the reasonable expectation of privacy at the expense of society. For instance,
an employer may not, simply by announcing in advance that all employees will
be subject to periodic strip searches, thereby defeat the employees’ otherwise
reasonable expectation that such searches will not occur. Governing social

163 The Supreme Court’s opinion in the Skinner case appears somewhat ambiguous on
this point. In concluding that the government’s interest in safety outweighed employee
expectations of privacy, the Court noted that railroad employees have diminished
expectations of privacy because “of their participation in an industry that is regulated
pervasively to ensure safety.” Skinner v. Railway Labor Executives’ Ass’n, 489 U.S. 602,
627 (1989). Because such employees are already subject to periodic physical exams and
other tests of their physical condition, the Court concluded that the drug testing at issue
“pose[d] only limited threats to the justifiable expectations of privacy of covered
employees.” Id. at 628.

The Court’s conclusion could be interpreted as based solely on the railroad employees’
subjectively reduced expectations of privacy in light of their past experiences. A more
reasonable interpretation, however, is that the finding of diminished expectations of privacy
is justified because of the strength of the government’s interests in safety which underlie the
existing regulation, not the mere fact of regulation itself. Otherwise, the government could
invade even those areas traditionally shielded by great privacy simply by establishing
workplace regulations and practices intrusive of privacy. Through incremental incursions on
traditionally private areas, the public employer could ultimately render any employee
expectations of privacy “unreasonable.” The point has been made before more generally by
those critical of the subjective prong of the reasonable expectations test. See, e.g.,
Amsterdam, supra note 136, at 384 (Under a purely subjective test, “the government could
diminish each person’s subjective expectation of privacy merely by announcing haif-hourly
on television . . . that we were all forthwith being placed under comprehensive electronic
surveillance.”). To avoid rendering Fourth Amendment protections virtually meaningless
for government employees, the legitimacy of employee expectations of privacy must be
based on “‘our societal understanding that certain areas deserve the most scrupulous
protection from government invasion[,]’” O’Connor, 480 U.S. at 715 (quoting Oliver v.
United States, 466 U.S. 170, 178 (1984)), rather than on the employees’ subjective
expectations established solely through past employer practices.
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norms, not the specific practices of an individual defendant or industry, define
whether a plaintiff has a reasonable expectation of privacy.164

Thus, although unjustifiably intrusive employer practices might affect the
actual experiences of employees in that particular workplace, the mere fact that
such practices have been adopted cannot be determinative of what those
employees are reasonably entitled to expect, or what expectations of privacy
society is prepared to recognize as reasonable.

Employee claims to privacy, then, are not defined or limited by
idiosyncratic practices in the particular workplace. Rather, the legitimacy of
employee expectations of privacy depends upon broadly recognized social
norms regarding privacy. These norms help define the community and its
delineation of the individual’s place in it, and therefore, the society as a whole
has an interest in their maintenance. And because the harm threatened by
unjustified violations of these norms is the same whether they result from the
actions of one’s employer or some other third party, the protection offered by
the common law tort of invasion of privacy to redress egregious violations
ought to be available in the employment context as well.

V. THE LIMITS OF THE MARKET ARGUMENT

Providing legal protection of employee privacy is, of course, complicated
by the contractual nature of the employment relationship. To the extent that the
common law tort of invasion of privacy is applied to provide some minimum
guarantee of employee privacy, it will undoubtedly be criticized as an
unwarranted interference with the “free market.” In a sense, there is no such
thing as a truly “unregulated market”: every market is based on legal rules—
rules that establish the parties’ s